
Informacje podstawowe

Cel

Cel edukacyjny

Celem szkolenia jest podniesienie poziomu wiedzy, kompetencji i świadomości pracowników firmy ANMIT w zakresie

zasad bezpieczeństwa i higieny pracy podczas wykonywania zadań serwisowych, instalacyjnych i nadzorczych przy

urządzeniach teletechnicznych i technologicznych.

Szkolenie ma charakter praktyczny i ma na celu:

- zwiększenie świadomości zagrożeń występujących w pracy techniczno-serwisowej,

- rozwój umiejętności bezpiecznej obsługi i eksploatacji urządzeń,

Możliwość dofinansowania

INCERT Piotr

Wagner

    4,8 / 5

319 ocen

Podniesienie kompetencji i świadomości
pracowników firmy ANMIT w zakresie
bezpieczeństwa i higieny pracy (BHP) przy
obsłudze urządzeń teletechnicznych i
technologicznych

Numer usługi 2026/01/21/55576/3274256

2 460,00 PLN brutto

2 000,00 PLN netto

153,75 PLN brutto/h

125,00 PLN netto/h

 Szczecin / stacjonarna

 Usługa szkoleniowa

 16 h

 27.01.2026 do 27.02.2026

Kategoria Biznes / Zarządzanie przedsiębiorstwem

Grupa docelowa usługi pracownicy przedsiębiorstwa

Minimalna liczba uczestników 5

Maksymalna liczba uczestników 5

Data zakończenia rekrutacji 26-01-2026

Forma prowadzenia usługi stacjonarna

Liczba godzin usługi 16

Podstawa uzyskania wpisu do BUR
Certyfikat systemu zarządzania jakością wg. ISO 9001:2015 (PN-EN ISO

9001:2015) - w zakresie usług szkoleniowych



Efekty uczenia się oraz kryteria weryfikacji ich osiągnięcia i Metody walidacji

Kwalifikacje

Kompetencje

Usługa prowadzi do nabycia kompetencji.

Warunki uznania kompetencji

Pytanie 1. Czy dokument potwierdzający uzyskanie kompetencji zawiera opis efektów uczenia się?

TAK

Pytanie 2. Czy dokument potwierdza, że walidacja została przeprowadzona w oparciu o zdefiniowane w efektach

uczenia się kryteria ich weryfikacji?

TAK

Efekty uczenia się Kryteria weryfikacji Metoda walidacji

Uczestnik zna główne zagrożenia

występujące przy obsłudze urządzeń

teletechnicznych i technologicznych

oraz zna odpowiednie środki ochrony

zbiorowej i indywidualnej.

W teście końcowym uczestnik:

prawidłowo rozpoznaje przykładowe

zagrożenia (elektryczne, mechaniczne,

ergonomiczne itp.),

prawidłowo dobiera środki ochrony

indywidualnej i zbiorowej do opisanego

rodzaju pracy

Test teoretyczny

Uczestnik zna zasady organizacji

bezpiecznej pracy przy urządzeniach

teletechnicznych i technologicznych, w

tym przygotowania miejsca pracy,

korzystania z narzędzi oraz zgłaszania

zagrożeń i nieprawidłowości.

W teście końcowym uczestnik:

wskazuje prawidłową kolejność działań

przed rozpoczęciem pracy,

rozróżnia poprawne i niepoprawne

sposoby organizacji stanowiska pracy,

wskazuje właściwy sposób zgłaszania

zauważonych usterek i zagrożeń.

Test teoretyczny

Uczestnik potrafi wskazać właściwe

działania w sytuacjach awaryjnych i

niebezpiecznych związanych z

eksploatacją urządzeń teletechnicznych

i technologicznych oraz zna zasady

kształtowania kultury bezpieczeństwa w

zespole.

Na podstawie krótkich opisów sytuacji

(case study) uczestnik:

wybiera prawidłowy sposób

postępowania w opisanych sytuacjach

awaryjnych (np. uszkodzenie

urządzenia, zagrożenie pożarowe),

wskazuje właściwą reakcję na

niebezpieczne zachowania

współpracowników z punktu widzenia

BHP.

Test teoretyczny



Pytanie 3. Czy dokument potwierdza zastosowanie rozwiązań zapewniających rozdzielenie procesów kształcenia i

szkolenia od walidacji?

TAK

Program

1. Specyfika pracy przy urządzeniach teletechnicznych i technologicznych w ANMIT

Charakterystyka wykonywanych prac (montaż, serwis, uruchomienia, prace w obiektach technicznych)

Typowe środowiska pracy: szafy sterownicze, serwerownie, hale, obiekty zewnętrzne

Przegląd najczęstszych incydentów i zdarzeń potencjalnie wypadkowych w branży teletechnicznej

2. Identyfikacja zagrożeń specyficznych dla urządzeń teletechnicznych i technologicznych

Zagrożenia elektryczne przy pracy w pobliżu instalacji i urządzeń zasilanych

Zagrożenia mechaniczne (ruchome elementy, narzędzia, podnoszenie, montaż)

Ergonomia stanowisk pracy (prace w wymuszonej pozycji, dźwiganie, przenoszenie)

Mikroklimat, hałas, oświetlenie – wpływ na bezpieczeństwo i koncentrację

3. Zarządzanie ryzykiem zawodowym w praktyce

Identyfikacja zagrożeń krok po kroku na przykładach z ANMIT

Ocena ryzyka dla wybranych zadań (praca w szafie, na drabinie, przy okablowaniu, przy urządzeniach technologicznych)

Dobór środków profilaktycznych do zidentyfikowanych zagrożeń

Aktualizacja i wykorzystanie kart oceny ryzyka w codziennej pracy

4. Środki ochrony zbiorowej i indywidualnej w pracach teletechnicznych

Przegląd rozwiązań ochrony zbiorowej w typowych miejscach pracy ANMIT

Dobór środków ochrony indywidualnej do rodzaju prac (rękawice, obuwie, okulary, odzież, ochronniki słuchu)

Najczęstsze błędy w stosowaniu ŚOI i ich skutki

Zasady użytkowania, przechowywania i wymiany ŚOI

5. Organizacja bezpiecznej pracy przy urządzeniach teletechnicznych i technologicznych

Przygotowanie miejsca pracy przed rozpoczęciem czynności – checklista pracownika

Zasady bezpiecznego korzystania z narzędzi i sprzętu pomocniczego

Praca w zespołach – komunikacja, przydział ról, odpowiedzialność za bezpieczeństwo

Ograniczanie „improwizacji technicznej” – dlaczego skróty są niebezpieczne

6. Procedury, instrukcje i standardy bezpieczeństwa w ANMIT

Rola instrukcji stanowiskowych i technologicznych w zapewnieniu bezpiecznej pracy

Jak czytać i stosować instrukcje w praktyce (na przykładach z firmy)

Zgłaszanie nieprawidłowości, awarii, zagrożeń – ścieżka obiegu informacji

Dokumentowanie zdarzeń potencjalnie wypadkowych jako narzędzie zapobiegania

7. Postępowanie w sytuacjach awaryjnych i niebezpiecznych (bez pierwszej pomocy)

Zasady postępowania w przypadku:

uszkodzenia urządzenia teletechnicznego,

podejrzenia uszkodzenia instalacji elektrycznej,

zadymienia, przegrzewania się urządzeń,

zagrożenia pożarowego w obiektach technicznych

Zabezpieczenie miejsca zdarzenia, odcięcie zasilania, powiadamianie przełożonych

Współpraca z osobami odpowiedzialnymi za BHP, ppoż., serwis techniczny

8. Kształtowanie świadomości i kultury bezpieczeństwa w zespole

Rola postaw pracowników w budowaniu bezpiecznego środowiska pracy

Jak reagować na niebezpieczne zachowania współpracowników



Zgłaszanie uwag i zagrożeń bez obawy o „donosicielstwo” – podejście proaktywne

Wypracowanie zasad „dobrych praktyk” dla zespołów ANMIT

9. Ćwiczenia praktyczne i analiza przypadków z branży i firmy

Praca na scenariuszach zdarzeń: „co poszło nie tak?” – wspólna analiza przyczyn

Wskazanie prawidłowych zachowań i działań zapobiegawczych

Tworzenie prostych checklist i zasad bezpieczeństwa do zastosowania po szkoleniu

10. Podsumowanie i weryfikacja wiedzy

Zebranie kluczowych wniosków ze szkolenia

Walidacja

Harmonogram

Liczba przedmiotów/zajęć: 5

Przedmiot / temat

zajęć
Prowadzący

Data realizacji

zajęć

Godzina

rozpoczęcia

Godzina

zakończenia
Liczba godzin

1 z 5  Specyfika

pracy przy

urządzeniach

teletechnicznych

i

technologicznych

w ANMIT,

identyfikacja

zagrożeń

Tomasz Łubiński 27-01-2026 12:00 16:00 04:00

2 z 5  Organizacja

bezpiecznej

pracy przy

urządzeniach

teletechnicznych

i

technologicznych

, procedury,

standardy

bezpieczeństwa

Tomasz Łubiński 10-02-2026 12:00 16:00 04:00

3 z 5  5

Zarządzanie

ryzykiem

zawodowym w

praktyce, środki

ochrony

Tomasz Łubiński 18-02-2026 12:00 16:00 04:00

4 z 5  ćwiczenia

praktyczne,

podsumowanie

Tomasz Łubiński 26-02-2026 12:00 15:45 03:45

5 z 5  walidacja - 27-02-2026 15:45 16:00 00:15



Cennik

Cennik

Prowadzący

Liczba prowadzących: 1


1 z 1

Tomasz Łubiński

Doradca specjalizujący się w systemach

zarządzania według wymagań norm z serii ISO

9001, 14001, 18001 oraz 27001

Doświadczenie zawodowe Szkolenia, wdrożenia, doskonalenia organizacje

w zakresie systemów zarządznia wg norm ISO

9001, ISO 18001, ISO 14001, w takich fi rmach

jak: ARPAMET Sp. z o.o. ; JSW Wind Sp. z o.o.;

AWA MED, MS Terra Sp. z o.o.; New Window Sp. z

o.o.; Exceldent Sp. z.o.o.

Doświadczenie w świadczeniu tego typu usług 27.02.2015 r. Audit Systemu Zarządzana

Bezpieczeństwem Informacji realizowany na

zlecenie Gminy Suchań. Wdrożenie systemu

bezpieczeństwa informacji w fi rmie Collegium

Medyczne Medica

Informacje dodatkowe

Informacje o materiałach dla uczestników usługi

Materiał w wersji elektronicznej/drukowanej

Adres

ul. Adama Mickiewicza 132

Rodzaj ceny Cena

Koszt przypadający na 1 uczestnika brutto 2 460,00 PLN

Koszt przypadający na 1 uczestnika netto 2 000,00 PLN

Koszt osobogodziny brutto 153,75 PLN

Koszt osobogodziny netto 125,00 PLN



71-147 Szczecin

woj. zachodniopomorskie

Udogodnienia w miejscu realizacji usługi

Wi-fi

Kontakt


Marika Teszner

E-mail marika.teszner@incert.pl

Telefon (+48) 664 383 822


