Mozliwos$¢ dofinansowania

Szkolenie MS-55344 Identity With 4 858,50 PLN brutto
Windows Server 3950,00 PLN netto
SOftronlc Numer ustugi 2026/01/21/142469/3274002 121,46 PLN brutto/h

98,75 PLN netto/h
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© zdalna w czasie rzeczywistym

Informacje podstawowe

Kategoria Informatyka i telekomunikacja / Bezpieczenstwo IT

Szkolenie MS-55344 Identity with Windows Server jest skierowane do

administratoréw systemow, inzynieréw IT oraz profesjonalistéw ds.

bezpieczenstwa, ktérzy pragng zdoby¢ zaawansowang wiedze i

umiejetnosci w obszarze zarzadzania tozsamoscig w srodowisku
Grupa docelowa ustugi Windows Server.

Ustuga adresowana réwniez dla Uczestnikow projektu Kierunek -
Rozwdj, projektu Matopolski Pociag do Kariery - sezon 1, oraz
projektu Zachodniopomorskie Bony Szkoleniowe.

Minimalna liczba uczestnikow 3

Maksymalna liczba uczestnikéw 14

Data zakonczenia rekrutacji 28-01-2026

Forma prowadzenia ustugi zdalna w czasie rzeczywistym
Liczba godzin ustugi 40

Certyfikat systemu zarzadzania jakos$cig wg. ISO 9001:2015 (PN-EN 1SO

Podstawa uzyskania wpisu do BUR
y P 9001:2015) - w zakresie ustug szkoleniowych



Cel

Cel edukacyjny

Szkolenie MS-55344 Identity with Windows Server przygotowuje uczestnikéw do samodzielnego
zarzadzania tozsamoscig w srodowisku Windows Server.

Efekty uczenia sie oraz kryteria weryfikacji ich osiaggniecia i Metody walidacji

Efekty uczenia sie

Instaluje i konfiguruje kontrolery
domeny w ustugach AD DS.

Zarzadza obiektami w ustugach AD DS.

Wdraza zasady grupy i zarzadza nimi.

Wdraza i zarzadza ustugami AD CS
(Active Directory Certificate Services).

Kryteria weryfikacji

Instaluje kontroler domeny na serwerze
Windows Server.

Konfiguruje podstawowe ustawienia i
parametry kontrolera domeny.

Weryfikuje poprawnos¢ instalacji i
konfiguracji poprzez narzedzia
administracyjne.

Tworzy, modyfikuje i usuwa obiekty
takie jak uzytkownicy, grupy i
komputery.

Przypisuje uprawnienia i atrybuty
obiektow w zaleznosci od potrzeb
organizacji.

Wykonuje operacje na obiektach przy
uzyciu narzedzi administracyjnych AD.

Tworzy zasady grupy i konfiguruje ich
ustawienia.

Przypisuje zasady grupy do

odpowiednich konteneréw lub obiektéw.

Monitoruje i aktualizuje zasady grupy w
odpowiednim czasie.

Instaluje ustugi AD CS na odpowiednim
serwerze.

Konfiguruje szablony certyfikatow
zgodnie z wymaganiami organizaciji.

Wydaje, odwotluje i zarzadza
certyfikatami przy uzyciu narzedzi
administracyjnych AD CS.

Metoda walidacji

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie



Efekty uczenia sie

Wdraza i administruje ustugami AD FS
(Active Directory Federation Services).

Wdraza i administruje ustugami AD
RMS (Active Directory Rights
Management Services).

Wdraza synchronizacje AD DS z
Microsoft Azure AD.

Monitoruje, zarzadza i odzyskuje ustugi
AD DS.

Zabezpiecza ustugi domenowe w
ustudze Active Directory.

Kwalifikacje

Kompetencje

Ustuga prowadzi do nabycia kompetenciji.

Warunki uznania kompetencji

Kryteria weryfikacji

Konfiguruje ustugi AD FS jako czes$é
federaciji identycznosci.

Ustawia zaufane partnerstwa i reguty
weryfikacji tozsamosci.

Instaluje ustugi AD RMS na serwerze
Windows Server.

Konfiguruje zasady zabezpieczen i praw
dostepu do danych.

Zarzadza i monitoruje certyfikaty
uzywane przez ustugi AD RMS.

Konfiguruje narzedzia i ustugi do
synchronizacji z chmurg Azure AD.

Weryfikuje spdjnos¢ i poprawnosé
synchronizowanych danych.

Rozwiazuje problemy zwigzane z
synchronizacja i odwzajemnianiem
haset.

Monitoruje wydajnos$¢ i dostepnosé
kontroleréw domeny.

Wykonuje procedury backupu i
przywracania ustug AD DS.

Reaguje na awarie i problemy zwigzane
z ustugami AD DS.

Implementuje i konfiguruje mechanizmy
zabezpieczen takie jak IPSec, LDAP
over SSL, etc.

Audytuje ustawienia zabezpieczen i
reaguje na znalezione zagrozenia.

Metoda walidacji

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie



Pytanie 1. Czy dokument potwierdzajgcy uzyskanie kompetencji zawiera opis efektéw uczenia sie?
TAK

Pytanie 2. Czy dokument potwierdza, ze walidacja zostata przeprowadzona w oparciu o zdefiniowane w efektach
uczenia sie kryteria ich weryfikac;ji?

TAK

Pytanie 3. Czy dokument potwierdza zastosowanie rozwigzan zapewniajacych rozdzielenie proceséw ksztatcenia i
szkolenia od walidac;ji?

TAK

Program

Szkolenie MS-55344 Identity with Windows Server skupia sie na dostarczeniu zaawansowanej wiedzy i praktycznych umiejetnosci
uczestnikom w zakresie zarzadzania tozsamos$ciami w srodowisku Windows Server. Uczestnicy zdobywajg umiejetnosci projektowania,
wdrazania i utrzymania ustug tozsamosci, takich jak Active Directory, umozliwiajgcych efektywne zarzadzanie dostepem do zasobdéw
sieciowych oraz zapewnienie bezpieczenstwa infrastruktury IT. Kurs obejmuje tematy zwigzane z konfiguracjg lokalnych i zdalnych
potaczen sieciowych, pamieci masowej oraz implementacjg kompleksowych zabezpieczen danych, urzadzen i sieci w kontekscie
tozsamosci. Uczestnicy zdobywajg umiejetnosci konserwacji, aktualizacji i odzyskiwania systemu, co umozliwia skuteczne utrzymanie
stabilnosci i niezawodnosci infrastruktury tozsamosci w srodowisku Windows Server.

Szkolenie sktada sie z wyktadu wzbogaconego o prezentacje. W trakcie szkolenia kazdy Uczestnik wykonuje indywidualne ¢wiczenia -
laboratoria, dzieki czemu zyskuje praktyczne umiejetnosci. W trakcie szkolenia omawiane jest réwniez studium przypadkéw, w ktérym
Uczestnicy wspdlnie wymieniajg sie doswiadczeniami. Nad case-study czuwa autoryzowany Trener, ktéry przekazuje informacje na temat
przydatnych narzedzi oraz najlepszych praktyk do rozwigzania omawianego zagadnienia.

Aby Uczestnik osiggnat zamierzony cel szkolenia niezbedne jest wykonanie przez niego zadanych laboratoriéw.
Przed rozpoczeciem szkolenia Uczestnik rozwigzuje pre-test badajacy poziom wiedzy na wstepie.

Walidacja: Na koniec ustugi Uczestnik wykonuje post-test w celu dokonania oceny wzrostu poziomu wiedzy (test teoretyczny z wynikiem
generowanym automatycznie).

STRUKTURA KURSU:

Kurs obejmuje 40 h dydaktycznych (45 min) = w przeliczeniu 30 h zegarowych (60 min) prowadzonych na zywo (on-line), na platformie Microsoft
Teams, na zywo z trenerem.

Czas trwania przerw nie wlicza sie do ogdlnej liczby godzin trwania ustugi szkoleniowej.
Trener ma mozliwos¢ przesuniecia przerw, tak aby dostosowa¢ harmonogram do potrzeb uczestnikow.
Szkolenie jest realizowane w ciggu 5 dni.

Program szkolenia:

Instalowanie i konfigurowanie kontroleréw domeny

Zarzadzanie obiektami w ustugach AD DS

Zaawansowane zarzadzanie infrastrukturg ustug AD DS

Wdrazanie i administrowanie lokacjami i replikacjag ustug AD DS

Wdrazanie zasad grupy

Zarzadzanie ustawieniami uzytkownikéw za pomoca zasad grupy

Zabezpieczanie ustug domenowych w ustudze Active Directory

Wdrazanie i zarzadzanie ustugami AD CS



Wdrazanie certyfikatow i zarzadzanie nimi

Wdrazanie i administrowanie ustugami AD FS

Wdrazanie i administrowanie ustugami AD RMS
Wdrazanie synchronizacji AD DS z Microsoft Azure AD
Monitorowanie, zarzadzanie i odzyskiwanie ustug AD DS.

SOFTRONIC Sp. z o. 0. zastrzega sobie prawo do zmiany terminu szkolenia fub jego odwotania w przypadku niezebrania sie minimalnej
liczby Uczestnikow tj. 3 osob.

Harmonogram

Liczba przedmiotéw/zajeé: 0

Przedmiot / temat Data realizacji Godzina Godzina
Prowadzacy

L. " . , . Liczba godzin
zajeé zajeé rozpoczecia zakonczenia

Brak wynikéw.

Cennik

Cennik
Rodzaj ceny Cena
Koszt przypadajacy na 1 uczestnika brutto 4 858,50 PLN
Koszt przypadajacy na 1 uczestnika netto 3950,00 PLN
Koszt osobogodziny brutto 121,46 PLN
Koszt osobogodziny netto 98,75 PLN

Prowadzgcy

Liczba prowadzacych: 1

1z1

O Adam Kornacki

‘ ' Trener z ponad 25 letnim doswiadczeniem, Posiada tytut Microsoft Certified Trainer oraz Trener
CompTIA.

Prowadzi szkolenia z zakresu Serweréw Microsoft, Office 365, Cyberbezpieczenstwo, Azure,



Exchange, SharePoint, SCCM, SCOM.

Posiada liczne referencje od Klientéw z sektora publicznego oraz prywatnego. W roku 2022
przeprowadzit ponad 60 szkolen dla ponad 300 Uczestnikow. W zewnetrznym systemie badania
satysfakcji Uczestnikdw MTM uzyskat wysokga ocene 8,54 w 9 stopniowej skali. Uczestnicy
szczegdlnie cenig sobie przygotowanie merytoryczne do prowadzenia zaje¢ oraz sposob
przekazywania wiedzy. Adam Kornacki profesjonalnie i ambitnie podchodzi do powierzonych zadan.
W swojej karierze zdobyt kilkadziesigt autoryzowanych certyfikatéw potwierdzajacych jego
kompetencje.

Doswiadczenie zawodowe zdobyte nie wczesniej niz 5 lat przed datg wprowadzenia szczegétowych
danych dotyczacych oferowanej ustugi.

Informacje dodatkowe

Informacje o materiatach dla uczestnikow ustugi

Kazdemu Uczestnikowi zostang przekazane materiaty szkoleniowe w formie elektronicznej (ebook) oraz dostep do srodowiska laboratoryjnego
online.

Warunki uczestnictwa

Przed przystagpieniem do szkolenia, zaleca sie posiadanie:

- podstawowej znajomosci koncepcji i technologii zwigzanych z ustuga Active Directory Domain Services (AD DS) w systemach Windows Server
2016 lub nowszych.

- doswiadczenia w konfiguracji i administracji sSrodowiskiem Windows Server 2016 lub nowszym. - praktycznej znajomosci podstawowych
technologii sieciowych.

- doswiadczenia w konfiguracji i obstudze srodowiska Microsoft Hyper-V oraz znajomos$¢ podstaw wirtualizacji serweréw.
- znajomosci podstawowych zasad i dobrych praktyk w zakresie bezpieczenstwa IT.
- praktycznego doswiadczenia w pracy z systemami operacyjnymi Windows dla uzytkownikéw kofAcowych, takimi jak Windows 10 lub nowsze.

- umiejetnos¢ podstawowej obstugi sSrodowiska Windows PowerShell i pracy z jego interfejsem wiersza polecen.

Informacje dodatkowe

Istnieje mozliwos$¢é zastosowania zwolnienia z podatku VAT dla szkolen majacych charakter ksztatcenia zawodowego lub stuzacych
przekwalifikowaniu zawodowemu pracownikdw, ktérych poziom dofinansowania ze $rodkéw publicznych wynosi co najmniej 70% (na
podstawie § 3 ust. 1 pkt 14 Rozporzadzenia Ministra Finanséw z dnia 20 grudnia 2013 r. zmieniajgce rozporzadzenie w sprawie zwolnien
od podatku od towaréw i ustug oraz warunkéw stosowania tych zwolnien (Dz. U. z 2013 r. poz. 1722 ze zm.)

Zawarto umowe z WUP w Toruniu w ramach Projektu Kierunek — Rozwdj;
Ustuga skierowana réwniez do uczestnikéw Projektu Matopolski Pocigg do Kariery - sezon 1.

Zawarto umowe z WUP w Szczecinie na $wiadczenie ustug rozwojowych z wykorzystaniem elektronicznych bonéw szkoleniowych w ramach
projektu Zachodniopomorskie Bony Szkoleniowe”.

UWAGA! Przed dokonaniem zgtoszenia / ztozeniem wniosku o dofinansowanie prosimy o kontakt z SOFTRONIC w celu potwierdzenia
terminu szkolenia: softronic@softronic.pl



Warunki techniczne

Szkolenie realizowane jest w formule distance learning - szkolenie on-line w czasie rzeczywistym, w ktérym mozesz wzigé udziat
z kazdego miejsca na $wiecie.

Szkolenie obywa sie za posrednictwem platformy Microsoft Teams, ktéra umozliwia transmisje dwukierunkowa, dzieki czemu Uczestnik
moze zadawacé pytania i aktywnie uczestniczyé w dyskusji. Uczestnik, ktéry potwierdzi swoj udziat w szkoleniu, przed rozpoczeciem
szkolenia, drogg mailowa, otrzyma link do spotkania wraz z hastami dostepu.

Wymagania sprzetowe:

- komputer z dostepem do internetu o minimalnej przepustowosci 20Mb/s.

- wbudowane lub peryferyjne urzadzenia do obstugi audio - stuchawki/gto$niki, mikrofon oraz kamere.

- zainstalowana przegladarka internetowa - Microsoft Edge/ Internet Explorer 10+ / Google Chrome 39+ (sugerowana) / Safari 7+

- aplikacja MS Teams moze zostaé zainstalowana na komputerze lub mozna z niej korzysta¢ za posrednictwem przegladarki internetowej

Kontakt

ﬁ E-mail ewa.kasprzak@softronic.pl

Telefon (+48) 618 658 840

EWA KASPRZAK



