Mozliwos$¢ dofinansowania

Cyberbezpieczenstwo 2026 - Strategia 848,70 PLN brutto

bezpieczenstwa dla kadry kierowniczej 690,00 PLN  netto
282,90 PLN brutto/h

230,00 PLN netto/h

DAGMA

S ZKOLENTIA IT

Numer ustugi 2026/01/20/17164/3271624

© zdalna w czasie rzeczywistym

Dagma sp. z 0.0. & Ustuga szkoleniowa

*okokokd 45/5 @© 3
441 ocen B 09.03.2026 do 09.03.2026

Informacje podstawowe

Kategoria Informatyka i telekomunikacja / Bezpieczenstwo IT

To intensywny kurs z zakresu cyberbezpieczeristwa, stworzony
specjalnie dla kadry kierowniczej, menadzerskiej, a takze oséb
zarzadzajacych zespotem.

Korzysci

e Znajomos$¢ najnowszych technik atakdw i metod zbierania informacji,
Grupa docelowa ustugi » Umiejetnosé identyfikowania i redukowania ryzyka zwigzanego z

atakami phishingowymi, wykorzystaniem zero-day exploit oraz innymi
technikami cyberatakéw,

* Wiedza, jak zabezpieczy¢ firme oraz jak reagowac w przypadku
cyberatakéw,

¢ Umiejetnos$é przekazywania wiedzy i strategii obronnych w
$rodowisku pracy.

Minimalna liczba uczestnikow 15

Maksymalna liczba uczestnikéw 100

Data zakonczenia rekrutacji 02-03-2026

Forma prowadzenia ustugi zdalna w czasie rzeczywistym
Liczba godzin ustugi 3

Certyfikat systemu zarzgdzania jakos$cig wg. ISO 9001:2015 (PN-EN 1SO

Podstawa uzyskania wpisu do BUR
y P 9001:2015) - w zakresie ustug szkoleniowych



Cel

Cel edukacyjny

Skupiajac sie na realnych zagrozeniach i strategiach obronnych, szkolenie doskonali umiejetnosci decyzyjne i
przygotowuije lideréw do efektywnego zarzadzania ryzykiem cybernetycznym przedsiebiorstwa.

Efekty uczenia sie oraz kryteria weryfikacji ich osiaggniecia i Metody walidacji

Efekty uczenia sie

Uczestnik rozpozna gtéwne
cyberzagrozenia i techniki atakow.

Uczestnik zrozumie role kadry

kierowniczej w cyberbezpieczenstwie.

Uczestnik zastosuje podstawowe
strategie minimalizowania ryzyka
cybernetycznego.

Kwalifikacje

Kompetencje

Ustuga prowadzi do nabycia kompetenciji.

Warunki uznania kompetencji

Kryteria weryfikacji

Potrafi opisa¢ najczesciej stosowane
metody atakéw (np. phishing, zero-day
exploits) i ich wptyw na organizacje.

Zna obowiazki menedzera w budowaniu
strategii bezpieczenstwa i reagowaniu
na incydenty.

Potrafi zaproponowac¢ dziatania
obronne i procedury zarzadcze
adekwatne do ryzyka.

Metoda walidacji

Wywiad swobodny

Wywiad swobodny

Obserwacja w warunkach
symulowanych

Pytanie 1. Czy dokument potwierdzajgcy uzyskanie kompetencji zawiera opis efektéw uczenia sie?

TAK

Pytanie 2. Czy dokument potwierdza, ze walidacja zostata przeprowadzona w oparciu o zdefiniowane w efektach

uczenia sie kryteria ich weryfikac;ji?

TAK

Pytanie 3. Czy dokument potwierdza zastosowanie rozwigzan zapewniajacych rozdzielenie proceséw ksztatcenia i

szkolenia od walidac;ji?

TAK

Program

1. Kto jest atrakcyjnym klientem dla cyberprzestepcy?
2. Administracja i finanse, gtéwny cel atakujacych.

3. Jak przestepcy zbierajg informacje o celu?

4. Sztuczna inteligencja nowy rozdziat w informatyce.
5. Przyktady phishingu z wykorzystaniem sztucznej inteligenc;ji.



. OPSEC co to jest i jak dziata w praktyce.
. Klasyczna prawda w nowej odstonie: najstabszym ogniwem jest cztowiek.
. Procedury nie obronig firmy - ludzie i praktyka juz tak.
9. Sprzet prywatny vs. sprzet stuzbowy,
10. Cyberbezpieczenstwo jako jedne z ryzyk zarzadczysz?
11. Najczestsze putapki decyzyjne w obszarze IT na poziomie zarzadczym.
12. KSeF jako nowy obszar ryzyka strategicznego dla IT.
13. Rola kadry zarzadzajgcej w budowaniu i egzekwowaniu proceséw weryfikacji oraz procedur.
14. Rola menedzeréw w reakcji na incydenty bezpieczenstwa.
15. Jak zwiekszy¢ odpornosé na cyberataki,
16. Sesja pytan i odpowiedzi.

o N o

Harmonogram

Liczba przedmiotéw/zajeé: 0

Przedmiot / temat Data realizacji Godzina Godzina
iy Prowadzacy L, . , .
zajeé zaje¢ rozpoczecia zakoriczenia

Brak wynikéw.

Cennik

Cennik
Rodzaj ceny Cena
Koszt przypadajacy na 1 uczestnika brutto 848,70 PLN
Koszt przypadajacy na 1 uczestnika netto 690,00 PLN
Koszt osobogodziny brutto 282,90 PLN
Koszt osobogodziny netto 230,00 PLN

Prowadzgcy

Liczba prowadzacych: 0

Brak wynikow.

Informacje dodatkowe

Informacje o materiatach dla uczestnikow ustugi

Liczba godzin



e materiaty dydaktyczne w formie elektronicznej (prezentacja, do ktérej dostep zostanie udostepniony na adres e-mail uczestnika)

Warunki uczestnictwa

Prosimy o zapisanie si¢ na szkolenie przez naszg strone internetowa https://szkolenia.dagma.eu/pl w celu rezerwacji miejsca.

Informacje dodatkowe

e Jedna godzina lekcyjna to 45 minut

e W ceng szkolenia nie wchodzg koszta zwigzane z dojazdem, wyzywieniem oraz noclegiem.

¢ Szkolenie nie zawiera egzaminu.

¢ Uczestnik otrzyma zaswiadczenie DAGMA Szkolenia IT o ukonczeniu szkolenia

e Uczestnik ma mozliwo$é ztozenia reklamacji po zrealizowanej ustudze, sporzadzajac ja w formie pisemnej (na wniosku reklamacyjnym) i
odsytajac na adres szkolenia@dagma.pl. Reklamacja zostaje rozpatrzona do 30 dni od dnia otrzymania dokumentu przez DAGMA
SZKOLENIAIT.

Warunki techniczne

a) platforma/rodzaj komunikatora, za posrednictwem ktérego prowadzona bedzie ustuga:

e ZOOM i/lub MS Teams
e w przypadku kilku uczestnikdw przebywajacych w jednym pomieszczeniu, istniejg dwie mozliwosci udziatu w szkoleniu:

1) kazda osoba bierze udziat w szkoleniu osobno (korzystajgc z oddzielnych komputeréw), wéwczas nalezy wyciszy¢ dZzwieki z otoczenia by
unikna¢ sprzezen;

2) otrzymujecie jedno zaproszenie, wowczas kilka 0sdb uczestniczy w szkoleniu za posrednictwem jednego komputera

- Mozna tatwo udostepnia¢ sobie ekran, ogladac¢ pliki, baze handlowg, XLS itd.

b) minimalne wymagania sprzetowe, jakie musi spetnia¢ komputer Uczestnika lub inne urzgdzenie do zdalnej komunikacji:
e Uczestnik potrzebuje komputer z przegladarka Chrome lub Edge (NIE firefox), mikrofon, gtosniki.

¢) minimalne wymagania dotyczace parametrow tacza sieciowego, jakim musi dysponowac Uczestnik:

® tgcze internetowe o przepustowosci minimum 10Mbit,

d) niezbedne oprogramowanie umozliwiajgce Uczestnikom dostep do prezentowanych tresci i materiatow:

¢ uczestnik na tydzien przed szkoleniem otrzyma maila organizacyjnego, ze szczegétowa instrukcjg pobrania darmowej platformy ZOOM.
e Z platformy MS Teams mozna korzystaé za posrednictwem przegladarki, nie trzeba nic instalowacé.

e) okres waznosci linku:
¢ link bedzie aktywny od pierwszego dnia rozpoczecia sie szkolenia do ostatniego dnia trwania ustugi

Szczegoty, zwigzane z prowadzonymi przez nas szkoleniami online, znajdziesz na naszej stronie: https://szkolenia.dagma.eu/pl/training-list

Kontakt

ﬁ E-mail krzyszkowska.m@dagma.pl

Telefon (+48) 327 931 015

Michalina Krzyszkowska



