Mozliwos$¢ dofinansowania

ESET - Protect Expert 2 693,70 PLN brutto
- Numer ustugi 2026/01/20/17164/3271525 219000 PLN netto
DAGMA 384,81 PLN brutto/h

S ZKOLENTIA IT

312,86 PLN netto/h

Katowice / mieszana (stacjonarna potgczona z ustuga

Dagma sp. z 0.0. zdalng w czasie rzeczywistym)
KKk Kkt 45/5 & Ustuga szkoleniowa
441 ocen ® 7h

5 06.03.2026 do 06.03.2026

Informacje podstawowe

Kategoria Informatyka i telekomunikacja / Bezpieczenstwo IT

Szkolenie jest przeznaczone dla:

¢ Administratorow IT i specjalistow technicznych, ktérzy zarzadzajg
systemami ESETPROTECT w firmie.

¢ Os6b odpowiedzialnych za wdrozenia i utrzymanie ochrony stacji
roboczych i serweréw.

¢ |T-owcoéw chcacych pogtebi¢ wiedze w zaawansowanym zarzadzaniu

Grupa docelowa ustugi ESET, w tym konfiguracji polityk bezpieczeristwa i uwierzytelniania.

¢ Os6b przygotowujacych sie do certyfikacji producenta lub chcacych

rozwija¢ kompetencje w zakresie bezpieczenstwa IT.

Wymagania wstepne: podstawowa znajomos$¢ systeméw operacyjnych,
sieci i wczes$niejsze doswiadczenie z ESET PROTECT.

Szkolenie i materiaty w jezyku polskim.

Minimalna liczba uczestnikéw 5
Maksymalna liczba uczestnikow 10
Data zakonczenia rekrutacji 23-02-2026

mieszana (stacjonarna potaczona z ustugg zdalng w czasie

Forma prowadzenia ustugi .
rzeczywistym)

Liczba godzin ustugi 7

Certyfikat systemu zarzgdzania jako$cig wg. ISO 9001:2015 (PN-EN 1SO

P kani i BUR
odstawa uzyskania wpisu do BU 9001:2015) - w zakresie ustug szkoleniowych



Cel

Cel edukacyjny

Celem szkolenia jest nabycie zaawansowanych umiejetnosci w zarzadzaniu i konfiguracji systemu ESET PROTECT,
pozwalajgcych na skuteczne wdrazanie, monitorowanie i utrzymanie ochrony stacji roboczych oraz serweréw w
srodowiskach firmowych, a takze rozwigzywanie ztozonych probleméw bezpieczenstwa IT.

Efekty uczenia sie oraz kryteria weryfikacji ich osiaggniecia i Metody walidacji

Efekty uczenia sie

Uczestnik potrafi zainstalowaé i

skonfigurowaé agentéw ESETPROTECT

na réznych systemach operacyjnych.

Uczestnik umie tworzy¢ i zarzadzaé
politykami bezpieczenstwa w
ESETPROTECT.

Uczestnik potrafi monitorowa¢ status
ochrony oraz reagowac na incydenty
bezpieczenstwa.

Uczestnik zna metody
zaawansowanego raportowania i

analizowania danych w ESETPROTECT.

Uczestnik potrafi implementowaé
uwierzytelnianie dwusktadnikowe i
konfiguracje zabezpieczen dla
zwiekszenia bezpieczenstwa systemu.

Kwalifikacje

Kompetencje

Ustuga prowadzi do nabycia kompetenciji.

Warunki uznania kompetencji

Kryteria weryfikacji

Poprawna instalacja i rejestracja
agentéw w konsoli ESETPROTECT.

Utworzenie polityki dziatajgcej zgodnie
z zatozeniami (np. blokada
nieautoryzowanego oprogramowania).

Identyfikacja i prawidtowa reakcja na
przyktadowe alerty w konsoli
ESETPROTECT.

Sporzadzenie raportu prezentujgcego
wybrane dane z systemu ochrony.

Prawidtowa konfiguracja mechanizmoéw
zabezpieczen w Srodowisku testowym.

Metoda walidaciji

Obserwacja w warunkach rzeczywistych

Obserwacja w warunkach
symulowanych

Obserwacja w warunkach
symulowanych

Obserwacja w warunkach
symulowanych

Obserwacja w warunkach
symulowanych

Pytanie 1. Czy dokument potwierdzajgcy uzyskanie kompetencji zawiera opis efektéw uczenia sie?

TAK

Pytanie 2. Czy dokument potwierdza, ze walidacja zostata przeprowadzona w oparciu o zdefiniowane w efektach

uczenia sie kryteria ich weryfikac;ji?

TAK

Pytanie 3. Czy dokument potwierdza zastosowanie rozwigzan zapewniajacych rozdzielenie proceséw ksztatcenia i

szkolenia od walidac;ji?



TAK

Program

. Informacje organizacyjne.

. Ochrona stacji roboczych.
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. Sesja pytan i odpowiedzi

Harmonogram

Liczba przedmiotéw/zaje¢: 0

Przedmiot /

Prowadzac
temat zaje¢ acy

Brak wynikéw.

Cennik

Cennik

Rodzaj ceny

. Wdrozenie agenta ESET PROTECT w systemie Linux.
. Instalacja oprogramowania ESET ENDPOINT ANTIVIRUS w systemie Linux.

. Uwierzytelnianie dwusktadnikowe do konsoli centralnego zarzadzania.

. Wykonywanie zaawansowanych zadan systemu operacyjnego.

. ESET ENDPOINT ANTIVIRUS/SECURITY for Windows — zaawansowane polityki.
. Rozwigzywanie probleméw podczas wdrazania agenta ESET PROTECT.

. Rozwigzywanie probleméw podczas instalacji oprogramowania ESET ENDPOINT ANTIVIRUS/SECURITY.
. Rozwigzywanie problemdw potgczeniowych agenta do serwera zdalnej administrac;ji.
. Wykorzystanie narzedzia ESET SySInspector.

Data realizaciji
zajec

Koszt przypadajacy na 1 uczestnika brutto

Koszt przypadajacy na 1 uczestnika netto

Koszt osobogodziny brutto

Koszt osobogodziny netto

Prowadzgcy

Liczba prowadzacych: 1

. Konsole centralnego zarzgdzania ESET PROTECT on-prem i ESET PROTECT.

Godzina Godzina

rozpoczecia zakonczenia

Cena

2 693,70 PLN

2190,00 PLN

384,81 PLN

312,86 PLN

Liczba godzin

Forma
stacjonarna
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O Bogusz Podgorski

‘ ' Trener techniczny i praktyk IT, specjalizujgcy sie w cyberbezpieczenstwie oraz administracji
rozwigzaniami ochrony endpointéw. Prowadzit szkolenia techniczne dla administratoréw, w tym
ESET Client & Network Security Administrator, ESET Inspect - Administrator XDR oraz ESET
Advanced Administration, tgczac wiedze teoretyczng z praktycznymi scenariuszami wdrozeniowymi.
Wyksztatcenie wyzsze.

Informacje dodatkowe

Informacje o materiatach dla uczestnikow ustugi

Uczestnik otrzyma:

¢ materiaty dydaktyczne w formie elektronicznej (e-book lub dostep do materiatéw autorskich, przygotowanych przez trenera, przestany na
adres mailowy uczestnika)
¢ dostep do przygotowanego srodowiska wirtualnego

Warunki uczestnictwa

Prosimy o zapisanie sie na szkolenie przez naszg strone internetowa https://szkolenia.dagma.eu/pl w celu rezerwacji miejsca.

Informacje dodatkowe

* Jedna godzina lekcyjna to 45 minut

e W ceng szkolenia nie wchodzg koszta zwigzane z dojazdem, wyzywieniem oraz noclegiem.

e Szkolenie nie zawiera egzaminu.

¢ Uczestnik otrzyma zaswiadczenie DAGMA Szkolenia IT o ukoniczeniu szkolenia

e Uczestnik ma mozliwo$¢ ztozenia reklamacji po zrealizowanej ustudze, sporzadzajac jg w formie pisemnej (na wniosku reklamacyjnym) i
odsytajgc na adres szkolenia@dagma.pl. Reklamacja zostaje rozpatrzona do 30 dni od dnia otrzymania dokumentu przez DAGMA
SZKOLENIA IT

Warunki techniczne

a) platforma/rodzaj komunikatora, za posrednictwem ktérego prowadzona bedzie ustuga:

e ZOOM i/lub MS Teams
e w przypadku kilku uczestnikdw przebywajacych w jednym pomieszczeniu, istniejg dwie mozliwosci udziatu w szkoleniu:

1) kazda osoba bierze udziat w szkoleniu osobno (korzystajgc z oddzielnych komputeréw), wowczas nalezy wyciszy¢ dZzwieki z otoczenia by
unikna¢ sprzezen;

2) otrzymujecie jedno zaproszenie, wowczas kilka 0sdb uczestniczy w szkoleniu za posrednictwem jednego komputera

- Mozna tatwo udostepniaé sobie ekran, ogladac¢ pliki, baze handlowg, XLS itd.

b) minimalne wymagania sprzetowe, jakie musi spetnia¢ komputer Uczestnika lub inne urzadzenie do zdalnej komunikacji:
¢ Uczestnik potrzebuje komputer z przegladarka Chrome lub Edge (NIE firefox), mikrofon, gtosniki.

¢) minimalne wymagania dotyczace parametrow tacza sieciowego, jakim musi dysponowac Uczestnik:

¢ tacze internetowe o przepustowosci minimum 10Mbit,

d) niezbedne oprogramowanie umozliwiajgce Uczestnikom dostep do prezentowanych tresci i materiatéw:



¢ uczestnik na tydzien przed szkoleniem otrzyma maila organizacyjnego, ze szczegétowa instrukcjg pobrania darmowej platformy ZOOM.
e Z platformy MS Teams mozna korzystaé za posrednictwem przegladarki, nie trzeba nic instalowacé.

e) okres waznosci linku:
¢ link bedzie aktywny od pierwszego dnia rozpoczecia sie szkolenia do ostatniego dnia trwania ustugi

Szczegoty, zwigzane z prowadzonymi przez nas szkoleniami online, znajdziesz na naszej stronie: https://szkolenia.dagma.eu/pl/training-list

Adres

ul. Bazantéw 4/2
40-478 Katowice

woj. $laskie

Kontakt

O Michalina Krzyszkowska

h E-mail krzyszkowska.m@dagma.pl

Telefon (+48) 327931 015



