Mozliwos$¢ dofinansowania

) Szkolenie w zakresie przetwarzania 960,00 PLN bruto

w:  Logo danych osobowych w przedsigbiorstwie, 960,00 PLN netto
&q‘fg;?g;ii“m; zgodnie z wymogami RODO (10x45 min.) 9600 PLN brutto/h
GLINSKA Numer ustugi 2026/01/19/7321/3269075 9600 PLN netto/h

"LUGA" AGNIESZKA © zdalna w czasie rzeczywistym

GLINSKA
& Ustuga szkoleniowa

Kk KKk 49/5  (@© 10h
1258 ocen B 03.03.2026 do 03.03.2026

Informacje podstawowe

Kategoria Prawo i administracja / Ochrona informacji niejawnych

Osoby, ktére moga mie¢ dostep do danych osobowych w ramach swoich
codziennych obowigzkéw administracyjnych, np.:

Inspektorzy Ochrony Danych (I0D): Osoby petnigce funkcje I0D,
odpowiedzialne za monitorowanie zgodnosci z przepisami RODO i
doradzanie w kwestiach ochrony danych.

Administratorzy Danych: Osoby odpowiedzialne za zarzadzanie danymi
osobowymi w przedsigbiorstwie, w tym zarzadzanie bazami danych,

systemami IT oraz politykami ochrony danych
Grupa docelowa ustugi
Pracownicy dziatu HR: Osoby zarzadzajgce danymi osobowymi

pracownikéw, w tym rekrutacjg, zarzagdzaniem danymi personalnymi i
administracja kadrowa.

Pracownicy dziatu marketingu i sprzedazy: Osoby, ktére przetwarzaja
dane klientéw, w tym dane kontaktowe i preferencje zakupowe, w celu
prowadzenia dziatarh marketingowych i sprzedazowych.

Ustuga adresowana réwniez dla Uczestnikéw Projektu "Kierunek —

Rozwdj".
Minimalna liczba uczestnikow 8
Maksymalna liczba uczestnikéw 20
Data zakonczenia rekrutacji 02-03-2026
Forma prowadzenia ustugi zdalna w czasie rzeczywistym

Liczba godzin ustugi 10



Podstawa uzyskania wpisu do BUR Standard Ustug Szkoleniowo-Rozwojowych SUS 3.0

Cel

Cel edukacyjny

Ustuga przygotowuije do nabycia kwalifikacji wzgledem samodzielnego wykonania dokumentacji RODO i wdrozenia
RODO w swojej organizacji. Uczestnik bedzie potrafit przeprowadzi¢ petng inwentaryzacje przetwarzanych danych
osobowych, identyfikujgc osoby, ktérych dane posiada, typ danych, cel i podstawy prawne przetwarzania, podmioty
wspétpracujace, sprzet wykorzystywany do przetwarzania, oraz role administratora, podmiotu przetwarzajacego,
wspotadministratora i sposéb zabezpieczenia danych w systemie.

Efekty uczenia sie oraz kryteria weryfikacji ich osiaggniecia i Metody walidacji

Efekty uczenia sie

Przedstawia cele i zakres ochrony
danych osobowych w kontekscie
europejskim i krajowym.

Rozréznia pojecia zwigzane z
przetwarzaniem danych osobowych, w
tym ,dane osobowe”, ,cel”,
Jprzetwarzanie”, ,anonimizacja” i
»pseudonimizacja”

Charakteryzuje role i zadania Inspektora
Ochrony Danych (I0D).

Wymienia prawa oséb, ktérych dane
dotycza, oraz opisuje sytuacje, w
ktérych dane prawa moga by¢é
realizowane.

Kryteria weryfikacji

Wymienia gtéwne przepisy prawa
dotyczace ochrony danych osobowych.

Charakteryzuje kluczowe zasady
przetwarzania danych osobowych w UE
i Polsce.

Definiuje dane osobowe i cele
przetwarzania.

Wskazuje réznice miedzy anonimizacja
a pseudonimizacjag zgodnie z
definicjami w RODO.

Okresla wymagania dotyczace
wyznaczenia i statusu |0D.

Wymienia kluczowe zadania oraz
odpowiedzialno$¢ 10D w
przedsiebiorstwie.

Identyfikuje prawa takie jak prawo
dostepu, prawo do sprostowania, prawo
do usuniecia, prawo do przenoszenia
danych itd.

Uzasadnia, kiedy i jak poszczegdlne
prawa moga by¢ egzekwowane.

Metoda walidacji

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie



Efekty uczenia sie

Wskazuje obowiazki administratora
danych osobowych oraz obowiagzki
podmiotéw przetwarzajacych dane w
imieniu administratora.

Stosuje zasady przejrzystosci
informac;ji przekazywanych
uzytkownikom.

Analizuje potrzebe minimalizacji danych
podczas ich gromadzenia.

Przeprowadza analize ryzyka oraz
ocenia skutki przetwarzania danych dla
ochrony prywatnosci.

Organizuje i aktualizuje dokumentacje
zwigzang z przetwarzaniem danych
osobowych w przedsigbiorstwie.

Uzasadnia procedury zgtaszania
naruszen ochrony danych oraz sposoby
informowania oséb, ktérych dane
dotycza

Kryteria weryfikacji

Wyjasnia odpowiedzialno$¢é
administratora oraz podmiotu
przetwarzajacego.

= Identyfikuje dokumentacje i procedury,
ktére administrator musi prowadzié.

Identyfikuje dokumentacje i procedury,
ktore administrator musi prowadzié.

Charakteryzuje zasady jasne;j,
przejrzystej i zrozumiatej komunikaciji
wymaganej przez RODO.

= Wskazuje sposoby informowania
os0b, ktérych dane s przetwarzane, w
jezyku zrozumiatym i prostym.

Wskazuje sposoby informowania osdéb,
ktorych dane sa przetwarzane, w jezyku
zrozumiatym i prostym.

Definiuje zasade minimalizacji.

Wskazuje przyktady, jak zastosowac
minimalizacje danych w praktyce.

Rozréznia etapy analizy ryzyka w
zakresie ochrony danych.

Okresla, kiedy wymagana jest ocena
skutkéw dla ochrony danych.

Wymienia wymagane dokumenty, w tym
rejestr czynnosci przetwarzania,
procedury zgtaszania naruszen, polityki
ochrony danych.

Wyjasnia procedure aktualizacji
dokumentacji RODO.

Wskazuje zasady zgtaszania naruszen
do organu nadzorczego.

Charakteryzuje procedury informowania
o0s6b o naruszeniach, ktére moga
skutkowa¢ wysokim ryzykiem dla ich
praw i wolnosci.

Metoda walidacji

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie



Kwalifikacje

Kompetencje

Ustuga prowadzi do nabycia kompetenciji.

Warunki uznania kompetencji
Pytanie 1. Czy dokument potwierdzajgcy uzyskanie kompetencji zawiera opis efektéw uczenia sie?
TAK

Pytanie 2. Czy dokument potwierdza, ze walidacja zostata przeprowadzona w oparciu o zdefiniowane w efektach
uczenia sie kryteria ich weryfikac;ji?

TAK

Pytanie 3. Czy dokument potwierdza zastosowanie rozwigzan zapewniajacych rozdzielenie proceséw ksztatcenia i
szkolenia od walidac;ji?

TAK

Program

Celem szkolenia jest wyposazenie uczestnikdw w wiedze prawng dotyczaca przetwarzania danych osobowych, ze szczegélnym
uwzglednieniem przestrzegania RODO i polskiej ustawy o ochronie danych osobowych w dziatalnosci przedsiebiorstwa, uwzgledniajac
specyfike danego przedsigbiorstwa.

Zakres wiedzy obejmuje:

1. Bezpieczne i zgodne z prawem przetwarzanie danych osobowych w:
¢ relacjach z pracownikami i wspotpracownikami,
* relacjach z klientami, dostawcami i kontrahentami,
e wspotpracy z podmiotami przetwarzajgcymi dane osobowe w imieniu przedsigbiorstwa.

2. Zaznajomienie uczestnikow z przepisami prawa dotyczgcymi ochrony danych osobowych na poziomie europejskim i krajowym, w tym
z prawami 0s6b, ktérych dane sa przetwarzane, oraz obowigzkami spoczywajacymi na pracownikach i przedsiebiorstwie.

3. Przygotowanie uczestnikéw do dalszego samodzielnego rozwijania wiedzy z zakresu ochrony danych, monitorowania zmian w
przepisach, a takze opracowywania i aktualizowania dokumentacji RODO wymaganej w przedsiebiorstwie.

Program:

1. Podstawy prawne ochrony danych osobowych na poziomie europejskim i krajowym;

2. Identyfikacja danych osobowych. Zrozumienie pojec "dane osobowe’, "cel” i 'przetwarzanie" jest niezbedne, aby zapewnic¢ zgodnos¢
oprogramowania z prawem, gdy przetwarza ono dane uZytkownika. W szczegdinosci nalezy uwazac, aby nie pomyli¢ "anonimizacji" i
'pseudonimizacji’, ktére maja bardzo precyzyjne i rozne definicje w GDPR.

3. Inspektor Ochrony Danych — wyznaczenie, status, zadania, odpowiedzialnos¢;

4. Prawa osob, ktérych dane dotycza (prawo do uzyskania informacji, prawo dostepu do danych, prawo do sprostowania danych, prawo
do usuniecia danych, prawo do bycia zapomnianym, prawo do ograniczenia przetwarzania, prawo do przenoszenia danych, prawo do
sprzeciwu, prawo do niepodlegania profilowaniu);

5. Obowigzki administratora danych osobowych;

6. Przetwarzanie danych osobowych w imieniu administratora;

7. Informowanie uzytkownikéw. Zasada przejrzystosci RODO wymaga, aby wszelkie informacje lub komunikaty dotyczace przetwarzania
danych osobowych byly zwiezte, przejrzyste, zrozumiate i tatwo dostepne w prostym i prostym jezyku.

8. Minimalizacja gromadzenia danych

9. Analiza ryzyka oraz ocena skutkéw dla ochrony danych;

10. Dokumentacja przetwarzania danych osobowych wymagana w przedsiebiorstwach uczestnikow;

11. Omowienie tresci dokumentacji przetwarzania danych osobowych wymaganej przez RODO, wraz z uwzglednieniem dziatalnosci
prowadzonej przez przedsiebiorstwa uczestnikow (rejestr czynnosci przetwarzania i zakres rejestru kategorii czynnosci przetwarzania;
wytyczne dotyczace klasyfikacji naruszen i procedura zgtaszania naruszen ochrony danych do organu nadzorczego; procedura na



wypadek wystagpienia naruszer mogacych powodowac¢ wysokie ryzyko naruszenia praw i wolnosci oséb, w zakresie ich informowania
o dziataniach jakie powinni wykonac, aby ryzyko to ograniczac; procedura prowadzenia wewnetrznej dokumentacji stanowigcej
naruszen ochrony danych; analiza ryzyka; ocena skutkéw dla ochrony danych; procedury zwigzane z pseudonimizacjg i szyfrowaniem;
plan ciggtosci dziatania; procedury odtwarzania systemu po awarii oraz ich testowania; instrukcja zarzadzani systemem

informatycznym; polityka ochrony danych; obowigzki informacyjne, zgody i upowaznienia; umowy powierzenia przetwarzania danych
osobowych);

12.Test teoretyczny z pytaniami wielokrotnego wyboru i opisowymi- WALIDACJA
Warunek niezbednych do spetnienia, aby realizacja ustugi pozwolita na osiaggnigcie gtéwnego celu:
zaliczenie egzaminu koricowego w formie praktyczne;.

Wskazanie warunkéw organizacyjnych dla przeprowadzenia szkolenia, np. wyposazenie stanowiska, uzyte pomoce dydaktyczne (w tym
modele wykorzystane w trakcie szkolenia ze wskazaniem ich rodzaju), itp...

Szkolenie odbywa sie online z wykorzystaniem przygotowanych prezentac;ji.

Grupa docelowa szkolenia obejmuje osoby odpowiedzialne za zarzgdzanie danymi osobowymi oraz bezpieczenstwo informacji w
organizacjach. Szkolenie zostato zaprojektowane w taki sposoéb, aby dostarczy¢ praktyczng wiedze i umiejetnosci potrzebne do
skutecznego zarzadzania danymi osobowymi zgodnie z wymogami RODO, oraz aby zwiekszy¢ $wiadomos$¢ i zrozumienie znaczenia
ochrony danych w catej organizacji.

Zajecia sg realizowane w godzinach dydaktycznych. Przerwa nie jest wliczana w catkowity czas szkolenia.

Minimalna i maksymalna liczba uczestnikéw to 8 maksymalna to 20. Realizowane w formie wyktadéw. Zajecia odbywaja sie w formie
zaje¢ on-line (rozmowa z czasie rzeczywistym).

Harmonogram

Liczba przedmiotow/zajeé: 12

Przedmiot / temat Data realizacji Godzina Godzina
Prowadzacy

" " . , . Liczba godzin
zajeé zajeé rozpoczecia zakonczenia

Podstawy

prawne ochrony

danych

osobowych na Adam Bulica 03-03-2026 08:00 08:45 00:45
poziomie

europejskim i

krajowym

Identyfikacja
danych
osobowych

Adam Bulica 03-03-2026 08:45 09:30 00:45

Inspektor

Ochrony Danych
+ Obowiazki
administratora
danych
osobowych

Adam Bulica 03-03-2026 09:30 10:15 00:45

Prawa

oso6b, ktérych Adam Bulica 03-03-2026 10:15 11:00 00:45
dane dotycza



Przedmiot / temat Data realizacji
L, Prowadzacy L,
zajeé zajeé

Przerwa 15

- Adam Bulica 03-03-2026
min

Przetwarzanie
danych
osobowych w
imieniu
administratora

Adam Bulica 03-03-2026

Informowanie
uzytkownikéw +
Minimalizacja
gromadzenia
danych

Adam Bulica 03-03-2026

3P Analiza

ryzyka oraz

ocena skutkow Adam Bulica 03-03-2026
dla ochrony

danych

Przerwa 15

- Adam Bulica 03-03-2026
min

Dokumentacja
przetwarzania
danych
osobowych
wymagana w
przedsiebiorstwa
ch uczestnikéw

Adam Bulica 03-03-2026

Omowienie tresci
dokumentacji
przetwarzania i
danych Adam Bulica 03-03-2026
osobowych

wymaganej przez

RODO

B et

teoretyczny z

pytaniami

wielokrotnego Adam Bulica 03-03-2026
wyboru i

opisowymi-

WALIDACJA

Godzina
rozpoczecia

11:00

11:15

12:00

12:45

13:30

13:45

14:45

15:30

Godzina
zakonczenia

11:15

12:00

12:45

13:30

13:45

14:15

15:30

16:00

Liczba godzin

00:15

00:45

00:45

00:45

00:15

00:30

00:45

00:30



Cennik

Cennik
Rodzaj ceny Cena
Koszt przypadajacy na 1 uczestnika brutto 960,00 PLN
Koszt przypadajacy na 1 uczestnika netto 960,00 PLN
Koszt osobogodziny brutto 96,00 PLN
Koszt osobogodziny netto 96,00 PLN
Prowadzacy

Liczba prowadzacych: 1

1z1

o Adam Bulica

‘ . Specjalista IT z wieloletnim doswiadczeniem. Audytor Wiodacy Systemu
Zarzadzania Ciggtosciag Dziatania wedtug normy PN-EN ISO 22301 oraz Audytor Wiodacy Systemu
Zarzadzania Bezpieczenstwem Informacji zgodnie z normg PN-EN ISO 27001. Szerokie
doswiadczenie w obszarze ochrony danych osobowych, w tym realizacja kilkudziesieciu audytow
zgodnosci z wymaganiami RODO, opracowywanie szczegétowych zalecen w zakresie procedur
ochrony danych. Opracowanie kilkunastu dokumentacji RODO.
Wyksztatcenie: Wyzsza Szkota Biznesu w Dagbrowie Gérniczej — specjalizacja: Ochrona danych
osobowych w administraciji i biznesie, Inspektor Ochrony Danych. Wyzsza Szkota Biznesu w
Dabrowie Gérniczej — studia podyplomowe Menedzerskie, tytut Executive MBA. Spoteczna Wyzsza
Szkota Przedsiebiorczosci i Zarzadzania w todzi — studia
podyplomowe. Akademia CISCO CCNA. Akademia Ekonomiczna im. Karola Adamieckiego w
Katowicach - studia podyplomowe z zakresu Zarzgdzania i Marketingu. Politechnika
Czestochowska — magister inzynier, kierunek Informatyka w elektroenergetyce. Sieci komputerowe i
systemy operacyjne: Administrowanie i zabezpieczanie sieci komputerowych oraz systemow
operacyjnych w organizacjach. Utrzymanie sprawnosci infrastruktury teleinformatycznej oraz
ochrona przed cyberatakami. Identyfikacja i neutralizacja zagrozen cybernetycznych.Opracowywanie
i wdrazanie planéw awaryjnych. Szkolenie personelu organizacji z zakresu cyberbezpieczenstwa.
Doradztwo w zakresie ochrony informacji i infrastruktury krytyczne;j.

Informacje dodatkowe

Informacje o materiatach dla uczestnikow ustugi

Materiaty autorskie.

Szkolenie realizowane jest w formie zdalnej w czasie rzeczywistym. Kazdy uczestnik realizuje zajecia na wtasnym, samodzielnym
stanowisku komputerowym w miejscu przez siebie wyznaczonym, zapewniajgcym warunki do pracy w skupieniu.



Informacje dodatkowe

W dniu egzaminu nalezy mie¢ przy sobie dowdd osobisty.
Istnieje mozliwo$¢ zmiany terminu egzaminu, prosze o kontakt pod nr tel. 663770804.

Podstawa zwolnienia z VAT: Zwalnia sie od podatku ustugi nauczania jezykéw obcych oraz dostawe towardw i Swiadczenie ustug Scisle z
tymi ustugami zwigzane, inne niz wymienione w pkt 26, pkt 27 i pkt 29 (Podstawa prawna: art. 43 ust. 1 pkt 28 ustawy o VAT).

Zawarto umowe z Wojewoddzkim Urzedem Pracy w Szczecinie na $wiadczenie ustug rozwojowych z wykorzystaniem elektronicznych
bondéw szkoleniowych w ramach projektu Zachodniopomorskie Bony Szkoleniowe.

Warunki techniczne

Warunki techniczne niezbedne do udziatu w ustudze: Zajecia w formie zdalnej prowadzone sg przy wykorzystaniu platformy
Zoom/Microsoft Teams, Platforma Zoom/Microsoft Teams pozwala min. na kontakt face to face oraz monitoring realizowanej ustugi.
Aplikacja jest dostepna na wszystkie urzadzenia (komputery, smartfony i tablety).

Minimalne wymagania sprzetowe, jakie musi spetnia¢ komputer Uczestnika: komputer stacjonarny/laptop/MAC z kamerg, mikrofonem,
gtosnikami (stuchawki lub zestaw stuchawkowy z mikrofonem) system operacyjny: Windows 7 lub nowszy, MacOS lub Linux, procesor
Intel i3 lub AMD A10, minimum 2GB RAM.

Minimalne wymagania dotyczace parametréw tacza sieciowego, jakim musi dysponowaé Uczestnik: dostep do internetu - predkos¢
potaczenia co najmniej 10 Mbit/s, przegladarka internetowa Google Chrome, Mozilla Firefox lub Safari, do prawidtowego wys$wietlania
materiatéw szkoleniowych wymagane jest posiadanie czytnika plikéw PDF.

Kontakt

ﬁ E-mail adam.bulica@gmail.com

Telefon (+48) 692 547 267

Adam Bulica



