Mozliwo$¢ dofinansowania

ESET - XDR Administrator 2 447,70 PLN brutto

Numer ustugi 2026/01/14/17164/3258173 1990,00 PLN netto

DAGMA 349,67 PLN brutto/h

S zZKOLENIA IT 284,29 PLN netto/h

© zdalna w czasie rzeczywistym

Dagma sp. z 0.0. & Ustuga szkoleniowa

Kok kK 45/5 © 7p
441 ocen B 12.03.2026 do 12.03.2026

Informacje podstawowe

Kategoria Informatyka i telekomunikacja / Bezpieczenstwo IT

Szkolenie wprowadza uczestnikéw w swiat Threat Huntingu i
praktycznego wykorzystania platformy ESET Inspect.

Wymagania:
podstawowa znajomos$¢ konfiguracji sieci komputerowych,
podstawowa znajomos$¢ zagadnien zwigzanych z TCP/IP,
Grupa docelowa ustugi
podstawowa znajomosé dziatania proceséw i sktadnikow w systemie

operacyjnym Microsoft Windows,

ukonczenie szkolenia ESET Client & Network Security Administrator (wersja
13.0 lub nowsza) lub szkolenia ESET Protect Advanced - poziom
podstawowy.

Szkolenie i materiaty w jezyku polskim.

Minimalna liczba uczestnikéw 4

Maksymalna liczba uczestnikéw 10

Data zakornczenia rekrutacji 05-03-2026

Forma prowadzenia ustugi zdalna w czasie rzeczywistym
Liczba godzin ustugi 7

Certyfikat systemu zarzadzania jakoscig wg. ISO 9001:2015 (PN-EN I1SO

Podstawa uzyskania wpisu do BUR
y P 9001:2015) - w zakresie ustug szkoleniowych



Cel

Cel edukacyjny

Celem szkolenia jest wyksztatcenie umiejetnosci praktycznego wykorzystania platformy XDR (Extended Detection and
Response) w zakresie wykrywania, analizy oraz reagowania na zagrozenia IT, poprzez konfiguracje i obstuge narzedzi
ESET Inspect, tworzenie playbookdéw, analizowanie incydentéw oraz raportowanie wynikéw w srodowisku firmowym.

Efekty uczenia sie oraz kryteria weryfikacji ich osiggniecia i Metody walidacji

Efekty uczenia sie

Uczestnik potrafi skonfigurowac i
zarzadzac¢ platforma ESET XDR oraz
integrowac jg z innymi systemami
bezpieczenstwa.

Uczestnik umie monitorowac i
analizowa¢ zdarzenia bezpieczenstwa
w konsoli ESET Inspect.

Uczestnik potrafi tworzy¢ i wdrazaé
playbooki reagowania na incydenty w
Srodowisku XDR.

Uczestnik zna metody raportowania i

analizowania danych o zagrozeniach w

celu podejmowania decyzji
bezpieczenstwa.

Uczestnik potrafi reagowa¢ na
zagrozenia i podejmowac dziatania
naprawcze zgodnie z procedurami
bezpieczenstwa.

Kwalifikacje

Kompetencje

Ustuga prowadzi do nabycia kompetenciji.

Warunki uznania kompetencji

Kryteria weryfikacji

Poprawna konfiguracja srodowiska XDR
i integracja z co najmniej jednym
systemem monitoringu lub SIEM.

Prawidtowa identyfikacja i klasyfikacja
symulowanych incydentéw w systemie
XDR.

Utworzenie i poprawne uruchomienie
playbooku w srodowisku testowym.

Przygotowanie raportu zawierajgcego
analize incydentéw i rekomendacje
dziatan.

Skuteczne wykonanie dziatan
reagowania na przyktadowy incydent
(np. izolacja endpointu, usuniecie
zagrozenia).

Metoda walidaciji

Obserwacja w warunkach rzeczywistych

Obserwacja w warunkach rzeczywistych

Obserwacja w warunkach rzeczywistych

Obserwacja w warunkach rzeczywistych

Obserwacja w warunkach rzeczywistych

Pytanie 1. Czy dokument potwierdzajgcy uzyskanie kompetencji zawiera opis efektéw uczenia sie?

TAK

Pytanie 2. Czy dokument potwierdza, ze walidacja zostata przeprowadzona w oparciu o zdefiniowane w efektach

uczenia sie kryteria ich weryfikac;ji?

TAK



Pytanie 3. Czy dokument potwierdza zastosowanie rozwigzan zapewniajacych rozdzielenie proceséw ksztatcenia i
szkolenia od walidacji?

TAK

Program

. Omoéwienie podstawowych poje¢ zwigzanych z Threat Huntingiem.
. Przygotowanie playbook’a.

. Wdrozenie serwera ESET Inspect on-prem — éwiczenie.

. Wdrozenie i konfiguracja ESET Inspect Connector — ¢wiczenie.

. Omoéwienie konsoli ESET Inspect oraz jakie dane zbiera XDR.

. Podstawowe detekcje i reagowanie.

. Uruchomienie podstawowej detekcji — ¢wiczenie.

. Weryfikacja incydentu.

. Wykluczenia i ich tworzenie — éwiczenie.

. Przeprowadzenie analizy powtamaniowej — ¢wiczenie.

= O OV 00 N O U b WN =

_

. Raportowanie i powiadomienia — éwiczenie.

Harmonogram

Liczba przedmiotéw/zajec: 0

Przedmiot / temat Data realizacji Godzina Godzina
Prowadzacy

L L, . , . Liczba godzin
zajeé zajeé rozpoczecia zakoriczenia

Brak wynikéw.

Cennik

Cennik
Rodzaj ceny Cena
Koszt przypadajacy na 1 uczestnika brutto 2 447,70 PLN
Koszt przypadajacy na 1 uczestnika netto 1990,00 PLN
Koszt osobogodziny brutto 349,67 PLN
Koszt osobogodziny netto 284,29 PLN

Prowadzgcy

Liczba prowadzacych: 1
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o Michat Janik

‘ . Trener IT, specjalista, a nastepnie inzynier systemowy, prowadzacy szkolenia w Dagma Szkolenia IT
od 2016 roku z dziedziny cyberbezpieczenstwa, w tym CEH i produktéw ESET. Obszar specjalizacji:
Aplikacje typu Antywirus, szyfrowanie, DLP, MDM, Antyspam dla serwera pocztowego, CEH.
Wyksztatcenie: wyzsze, magister inzynier Informatyki.

Informacje dodatkowe

Informacje o materiatach dla uczestnikow ustugi

e materiaty dydaktyczne w formie elektronicznej (prezentacja przygotowana przez trenera, wysytana na adres mailowy uczestnika)
e dostep do srodowiska wirtualnego

Warunki uczestnictwa

Prosimy o zapisanie si¢ na szkolenie przez naszg strone internetowa https://szkolenia.dagma.eu/pl w celu rezerwacji miejsca.

Informacje dodatkowe

¢ Jedna godzina lekcyjna to 45 minut

e W cene szkolenia nie wchodzg koszta zwigzane z dojazdem, wyzywieniem oraz noclegiem.

¢ Szkolenie nie zawiera egzaminu.

e Uczestnik otrzyma zaswiadczenie DAGMA Szkolenia IT o ukoniczeniu szkolenia

¢ Uczestnik ma mozliwos$é ztozenia reklamacji po zrealizowanej ustudze, sporzadzajac jg w formie pisemnej (na wniosku reklamacyjnym) i
odsytajac na adres szkolenia@dagma.pl. Reklamacja zostaje rozpatrzona do 30 dni od dnia otrzymania dokumentu przez DAGMA Szkolenia
IT.

Warunki techniczne

a) platforma/rodzaj komunikatora, za posrednictwem ktérego prowadzona bedzie ustuga:

e ZOOM i/lub MS Teams
e w przypadku kilku uczestnikéw przebywajgcych w jednym pomieszczeniu, istniejg dwie mozliwosci udziatu w szkoleniu:

1) kazda osoba bierze udziat w szkoleniu osobno (korzystajac z oddzielnych komputeréw), wéwczas nalezy wyciszy¢ dzwieki z otoczenia by
unikna¢ sprzezen;

2) otrzymujecie jedno zaproszenie, wowczas kilka 0sdb uczestniczy w szkoleniu za posrednictwem jednego komputera
- Mozna tatwo udostepniaé sobie ekran, ogladac¢ pliki, baze handlowg, XLS itd.
b) minimalne wymagania sprzetowe, jakie musi spetnia¢ komputer Uczestnika lub inne urzadzenie do zdalnej komunikacji:
e Uczestnik potrzebuje komputer z przegladarka Chrome lub Edge (NIE firefox), mikrofon, gtosniki.
¢) minimalne wymagania dotyczace parametrow tacza sieciowego, jakim musi dysponowac Uczestnik:
* tgcze internetowe o przepustowosci minimum 10Mbit,
d) niezbedne oprogramowanie umozliwiajgce Uczestnikom dostep do prezentowanych tresci i materiatdw:

¢ uczestnik na tydzien przed szkoleniem otrzyma maila organizacyjnego, ze szczegétowa instrukcjg pobrania darmowej platformy ZOOM.
e Z platformy MS Teams mozna korzystac¢ za posrednictwem przegladarki, nie trzeba nic instalowac.

e) okres waznosci linku:



¢ link bedzie aktywny od pierwszego dnia rozpoczecia sie szkolenia do ostatniego dnia trwania ustugi

Szczegoty, zwigzane z prowadzonymi przez nas szkoleniami online, znajdziesz na naszej stronie: https://szkolenia.dagma.eu/pl/training-list

Kontakt

ﬁ E-mail krzyszkowska.m@dagma.pl

Telefon (+48) 327 931015

Michalina Krzyszkowska



