Mozliwo$¢ dofinansowania

Specijalista ds. IT w ochronie danych i 5250,00 PLN brutto

ﬁ bankowosci elektronicznej-zielone IT w 5250,00 PLN netto
zrownowazonym rozwoju-szkolenie 437,50 PLN brutto/h

w Numer ustugi 2026/01/09/51820/3247224 437,50 PLN netto/h

Herman Global
Corporation Sp. z
0.0.

© Pszczyna / stacjonarna

& Ustuga szkoleniowa

Kh KKKk 50/5  @© 12h
1076 ocen B9 29.03.2026 do 29.03.2026

Informacje podstawowe

Kategoria Informatyka i telekomunikacja / Bezpieczenstwo IT

Szkolenie jest przeznaczone dla dorostych mieszkancéw i pracownikéw
wojewddztwa $lgskiego, ktérzy chca rozwijaé kompetencje w zakresie
zielonych technologii, cyber bezpieczenstwa i bankowosci elektronicznej.

Uczestnikami moga byé zaréwno osoby planujgce zdobycie nowych
kwalifikacji, jak i specjali$ci poszerzajacy wiedze o ekologiczne aspekty
Grupa docelowa ustugi technologii.

Grupa docelowa obejmuje m.in.: Specjalistéw ds. cyber bezpieczenstwa i
IT, menedzeréw oraz administratoréw systeméw, Pracownikéw sektora
bankowego i finansowego, Konsultantéw ds. zrbwnowazonego rozwoju,
transformacji Przedstawicieli administracji publicznej, przedstawiciele
matych i $rednich przedsiebiorstw osoby prywatne.

Minimalna liczba uczestnikow 5
Maksymalna liczba uczestnikow 33

Data zakonczenia rekrutacji 28-03-2026
Forma prowadzenia ustugi stacjonarna
Liczba godzin ustugi 12

Certyfikat systemu zarzgdzania jakoscig wg. ISO 9001:2015 (PN-EN ISO

Podstawa uzyskania wpisu do BUR 9001:2015) - w zakresie ustug szkoleniowych



Cel

Cel edukacyjny

Celem szkolenia jest przygotowanie uczestnikdw do wdrazania zréwnowazonych rozwigzan w cyber bezpieczenstwie i
bankowosci elektronicznej. Obejmuje ono efektywne zarzgdzanie energig i danymi, wykorzystanie ekologicznych

technologii cyfrowych oraz promowanie odpowiedzialnych praktyk IT.

Uczestnicy zdobeda wiedze i umiejetnosci oraz kwalifikacje niezbedne do tworzenia bardziej przyjaznych dla Srodowiska

systemow i proceséw technologicznych.

Efekty uczenia sie oraz kryteria weryfikacji ich osiggniecia i Metody walidacji

Efekty uczenia sie

Uczestnik opisuje, jak jego dziatania
wptywajg na srodowisko oraz jakie maja
konsekwencje dla ekosystemu jako
kompetencje spoteczne

Uczestnik opisuje metody redukcji
zanieczyszczenia i wskazuje skuteczne
rozwigzania ekologiczne

Uczestnik opisuje wptyw réznych metod
taczenia sig z Internetem na
$rodowisko, oceniajac ich ekologiczne
konsekwencje

Kryteria weryfikacji Metoda walidacji

Uczestnik wdraza i utrzymuje
proekologiczna postawe w codziennym
zyciu, Swiadomie kontrolujac swoje
dziatania na rzecz zréwnowazonego
rozwoju. Opisuje wtasne inicjatywy

Test teoretyczny

proekologiczne oraz ocenia ich wptyw
na $rodowisko

Uczestnik wdraza praktyki
technologiczne, ktére pomagaja
zmniejszy¢ zanieczyszczenie cyfrowe i
srodowiskowe, takie jak optymalizacja
zuzycia energii przez urzadzenia IT,
wybér ekologicznych ustug
hostingowych oraz ograniczanie
transferu danych i gromadzenia
informac;ji, co zmniejsza slad weglowy.

Wywiad swobodny

Kontroluje zanieczyszczenie cyfrowe
poprzez korzystanie z rozszerzen
przegladarki, ktére blokujg zbedne
tresci, oraz efektywne zarzadzanie
emailami, co zmniejsza obcigzenie
serweréw

Uczestnik poréwnuje ekologiczne
aspekty korzystania z r6znych metod
taczenia sie z internetem, takich jak
WiFi, internet mobilny i
szerokopasmowe

tacze kablowe. Wskazuje takze na
sposo?y ogr?nlczema zuzyma. .energu Wywiad swobodny
przy uzywaniu tych technologii, np.

poprzez zmiany ustawien routera lub

zarzadzanie aplikacjami dziatajagcymi w

tle, analizujac te rozwigzania w

symulowanych scenariuszach, ktére

wymagaja wyboru najbardziej

energooszczednych opciji



Efekty uczenia sie

Uczestnik opisuje sposéb oceny i
werykacji stron internetowych pod
katem ich zgodnosci z zasadami
zrbwnowazonego rozwoju

Uczestnik opisuje sposéb stosowania
zasad zréwnowazonego zarzadzania
danymi w obszarze
cyberbezpieczenstwa, dbajgc o ich
efektywne i odpowiedzialne
przechowywanie oraz ochrone

Uczestnik opisuje sposéb optymalizacji
korzystania z bankowosci
elektronicznej, bioragc pod uwage
aspekty ekologiczne, takie jak
minimalizacja zuzycia energii i zasobow

Kompetencje spoteczne: Uczestnik
skutecznie wspétpracuje w zespole

Kwalifikacje

Inne kwalifikacje

Uznane kwalifikacje

Kryteria weryfikacji

Uczestnik opisuje

certyfikaty ekologiczne na stronach
internetowych, ktére swiadcza o
przestrzeganiu zasad zréwnowazonego
rozwoju. Rozpoznaje réwniez, czy
strony internetowe wykorzystuja
ekologiczne ustugi hostingowe

Uczestnik analizuje, jak unikaé
zbednego gromadzenia danych
cyfrowych, aby zredukowa¢ zuzycie
energii. Wskazuje réwniez na
ekologiczne narzedzia zabezpieczajace,
ktore charakteryzuja sie najwyzsza
efektywnoscia energetycznag

Uczestnik analizuje, w jaki sposéb
bankowos¢ elektroniczna przyczynia sie
do oszczednosci papieru i zasobéw,
przedstawiajac konkretne sposoby, w
jakie bankowos¢ online redukuje
zuzycie papieru i innych materiatéw.
Wskazuje réwniez praktyki stosowane w
bankowosci mobilnej, ktére moga
zminimalizowa¢ jej negatywny wplyw
na srodowisko

-aktywnie angazuje sie w realizacje
powierzonych zadan,

- skutecznie dziata i radzi sobie w
trudnych sytuacjach zawodowych

Metoda walidacji

Test teoretyczny

Wywiad swobodny

Wywiad swobodny

Obserwacja w warunkach
symulowanych

Pytanie 1. Czy wydany dokument jest potwierdzeniem uzyskania kwalifikacji w zawodzie?

TAK

Pytanie 4. Czy dokument potwierdzajgcy uzyskanie kwalifikacji jest rozpoznawalny i uznawalny w danej

branzy/sektorze (czy certyfikat otrzymat pozytywne rekomendacje od co najmniej 5 pracodawcéw danej branzy/

sektoroéw lub zwigzku branzowego, zrzeszajacego pracodawcéw danej branzy/sektoréw)?

TAK

Informacje



Podstawa prawna dla Podmiotéw / kategorii uprawnione do realizacji proceséw walidaciji i certyfikowania na mocy

Podmiotow innych przepiséw prawa
Nazwa Podmiotu prowadzacego walidacje Slgska Akademia Nauki i Rozwoju
Nazwa Podmiotu certyfikujacego Slaska Akademia Nauki i Rozwoju

Program

Modut 1: Bezpieczne poruszanie sie po internecie z uwzglednieniem aspektéw ekologicznych
Cel edukacyjny:

e Zapoznanie uczestnikow z roznymi metodami tgczenia sie z internetem i ich wptywem na srodowisko.
¢ Edukowanie w zakresie oszczednosci energii podczas korzystania z internetu oraz wyboru energooszczednych urzadzen.
e Zapewnienie wiedzy na temat podstawowych zasad bezpieczeristwa w internecie.

Cwiczenia:

e Dyskusja o wptywie réznych potaczen internetowych na zuzycie energii.
* Symulacja wyboru energooszczednych urzadzen i metod taczenia sie z internetem.
e Praktyczne porady na temat oszczedzania energii oraz bezpieczenstwa przy korzystaniu z internetu.

Modut 2: Rozpoznawanie niebezpiecznych stron i ztosliwego oprogramowania
Cel edukacyjny:

¢ Nauka rozpoznawania fatszywych stron internetowych i zagrozen zwigzanych z ztosliwym oprogramowaniem.
¢ Przedstawienie ekologicznych aspektéw bezpieczenstwa w sieci, z uwzglednieniem minimalizowania $ladu weglowego przy
przegladaniu internetu.

Gwiczenia:

¢ Ocena stron internetowych pod katem ich bezpieczenstwa i praktyk zwigzanych z zréwnowazonym rozwojem (certyfikaty
SSL,ekologiczne hostingi).

e Symulacja wykrywania i unikania ztosliwego oprogramowania.

¢ Dyskusja na temat zarzagdzania danymi cyfrowymi i usuwania niepotrzebnych plikéw.

Modut 3: Bezpieczeristwo e-maili i zarzadzanie skrzynka odbiorcza
Cel edukacyjny:

¢ Rozpoznawanie podejrzanych e-maili i zagrozen zwigzanych z phishingiem.
e Wskazéwki dotyczace efektywnego zarzadzania skrzynka e-mailowa w sposéb minimalizujgcy zuzycie zasobéw i energii.

Cwiczenia:

¢ Analiza e-maili pod katem bezpieczenstwa i rozpoznawania phishingu.

e Tworzenie planu zarzgdzania skrzynkg odbiorcza w sposéb ekologiczny (usuwanie niepotrzebnych wiadomosci, optymalizacja
ustawien).

e Symulacja sytuacji, w ktérych mozna zmniejszy¢ wptyw skrzynki e-mailowej na sSrodowisko.

Modut 4: Rozszerzenia i dodatki do przegladarek internetowych wspierajace bezpieczenstwo i zrownowazony rozwdj
Cel edukacyjny:

e Zapoznanie z narzedziami i rozszerzeniami przegladarek, ktére poprawiaja bezpieczenstwo i przyczyniajg sie¢ do zmniejszenia wptywu
internetu na Srodowisko.

Cwiczenia:



* Instalacja i testowanie rozszerzen (adblockery, menedzery haset, narzedzia do optymalizacji przegladania).
¢ Dyskusja na temat wptywu rozszerzen na oszczednos$¢ energii i zasobow.
¢ Monitorowanie wptywu przegladarki na srodowisko przy uzyciu réznych narzedzi.

Modut 5: Bankowos$¢ elektroniczna i e-ustugi publiczne w konteks$cie zréwnowazonego rozwoju
Cel edukacyjny:

e Wskazanie korzysci ekologicznych zwigzanych z korzystaniem z bankowosci internetowej i mobilne;j.
¢ Przedstawienie ekologicznych aspektéw e-ustug publicznych, takich jak mObywatel, IKP, czy ePUAP.

Cwiczenia:

 Analiza korzysci ekologicznych wynikajacych z korzystania z bankowosci elektroniczne;j.
e Praktyczne ¢wiczenia zwigzane z logowaniem do e-ustug publicznych przez bankowo$¢ elektroniczna.
e Ocena wptywu e-ustug zdrowotnych i administracyjnych na zrbwnowazony rozwdgj.

Modut 6: Hasta, zarzagdzanie danymi i ich wptyw na srodowisko / podsumowanie szkolenia
Cel edukacyjny:

¢ Edukacja na temat wptywu zarzadzania hastami i danymi cyfrowymi na srodowisko.
e Wskazéwki dotyczace energooszczednego zarzadzania hastami i danych przechowywanych w chmurze.

Cwiczenia:

e Tworzenie i testowanie silnych haset.
¢ Praktyczne ¢wiczenie w szyfrowaniu plikdw i minimalizowaniu przechowywania danych w chmurze.
¢ Planowanie zréwnowazonego zarzgdzania danymi cyfrowymi.

Test koricowy / egzamin zewnetrzny
¢ Test oceniajacy wiedze i umiejetnosci zdobyte podczas szkolenia - egzamin nadajacy kwalifikacje.
Warunki organizacyjne:

Szkolenie pt. "Zielone IT w ochronie danych i bankowosci elektronicznej" jest kursem o charakterze teoretycznym i praktycznym,
przeprowadzanym w catosci w wymiarze 12 godzin lekcyjnych, tj. 9 godzin zegarowych.

Warunki organizacyjne:

Tryb szkolenia: Szkolenie prowadzone bedzie w trybie godzin dydaktycznych (45 minut). Zaplanowano 12 godzin dydaktycznych zaje¢ w
podziale na czgs¢ teoretyczng (6 godzin x 45 minut) oraz czesé praktyczna (3 godzin x 45 minut).

W przeliczeniu na godziny zajecia sg realizowane przez: 12h zaje¢ dydaktycznych (9 godzin zegarowych czas ustugi), na koniec zaje¢
przeprowadzony zostanie test walidacyjny (ktérego czas trwania wliczono w czas trwania ustugi).

Szkolenie bedzie realizowane w formie stacjonarnej, co pozwoli na interaktywng prace uczestnikdw oraz zapewni komfortowe warunki
nauki.

Szkolenie bedzie prowadzone w wyposazonej w sprzet mulitmedilany (tj. rzutnik lub telewizor), kazdy z Uczestnikdw bedzie miat dostep
do miejsc siedzacych.

1. 1. Miejsce realizacji szkolenia
Szkolenie odbedzie sie w sali szkoleniowej z dostepem do szybkiego internetu, zapewniajgc wygode i sprzyjajaca nauce atmosfere.
1. 1. Dostep do sprzetu

Wystarczy aby kazdy z Uczestnikéw miat dostep do smartfona, jesli ktérys z Uczestnikdw zgtosi brak dostepu do narzedzia IT zostanie
wyposazony w urzadzenie mobilne (telefon lub tablet lub laptop).

1. 1. Materiaty szkoleniowe

Kazdy uczestnik otrzyma zestaw materiatéw w formie elektronicznej, umozliwiajgcych samodzielng prace z poznanymi narzedziami po
zakonczeniu szkolenia.

1. 1. Zapewnienie przerw regeneracyjnych



W trakcie szkolenia przewidziane sg przerwy na kawe oraz lunch, co zapewni uczestnikom mozliwos$¢ regeneraciji i integracji w grupie.

Organizacja szkolenia ma na celu stworzenie optymalnych warunkéw do nauki i praktycznego przyswojenia wiedzy, co przetozy sie na
efektywnos¢ uczestnikdédw w ich codziennej pracy biurowej.

Liczba uczestnikdw: Minimalna liczba uczestnikéw w grupie wynosi 6, maksymalna liczba uczestnikdw w grupie wynosi 30 oséb.
Przerwy: Przewidzianych sg 2 przerw, jedna: 15 min, druga 30 min., przerwy wliczajg sie w czas trwania ustugi.

-> ROZDZIELNOSC 0SOBOWA WALIDACJI | CERTYFIKACJI: Rozdzielnoéé szkolenia od walidacji - rozdzielno$é¢ osobowa. Osoba szkolaca
nie ocenia wiedzy i umiejetnosci swoich kursantéw w zakresie, w ktérym nauczata. Koricowg walidacje i certyfikacje prowadzi odrebna
firma / osoba. Egzamin / walidacja wliczajg sie w czas trwania szkolenia.

W opinii ustugodawcy: Szkolenie wspiera cele zawarte w Regionalnej Strategii Innowacji Wojewddztwa Slaskiego 2030 Wpisuje sie w
Regionalng Strategie Innowacji Wojewddztwa Slgskiego 2030: wspiera realizacje celu operacyjnego nr 1 zawartego w Programie Rozwoju
Technologii Wojewdédztwa Slgskiego na lata 2019-2030, jakim jest: ,Zwiekszenie zdolnoéci podmiotéw regionalnego ekosystemu
innowacji do generowania i wdrazania innowacji oraz nowoczesnych rozwigzan technologicznych.”

W opinii ustugodawcy: Szkolenie wspiera cele zawarte w Programie Rozwoju Technologii Wojewédztwa Slgskiego na lata 2019 — 2030 w
obszarze: TECHNOLOGIE INFORMACYJNE | TELEKOMUNIKACYJNE (pkt. 4.1 — Technologie telekomunikacyjne, pkt. 4.2 — Technologie
informacyjne).

Harmonogram

Liczba przedmiotow/zajeé: 9

Przedmiot / temat Data realizacji Godzina Godzina
Prowadzacy

L L, . , . Liczba godzin
zajec zajec rozpoczecia zakornczenia

Modut 1:

Bezpieczne

poruszanie sie po

internecie z Dawid Stawinski 29-03-2026 08:00 09:30 01:30
uwzglednieniem

aspektow

ekologicznych

Modut 2:

Rozpoznawanie

niebezpiecznych Dawid Stawinski 29-03-2026 09:30 10:15 00:45
stron i ztos$liwego

oprogramowania

Przerwa Dawid Stawinski 29-03-2026 10:15 10:30 00:15

Modut 3:

Bezpieczenstwo
e-maili i
zarzadzanie
skrzynka
odbiorcza

Dawid Stawinski 29-03-2026 10:30 12:00 01:30



Przedmiot / temat
zajec

Modut 4:

Rozszerzenia i
dodatki do
przegladarek
internetowych
wspierajace
bezpieczenstwo i
zrébwnowazony
rozwaj

Przerwa

Modut 5:

Bankowosé
elektronicznai e-
ustugi publiczne
w kontekscie
zrbwnowazonego
rozwoju

Modut 6:

Hasta,
zarzadzanie
danymiiich
wplyw na
Srodowisko /
podsumowanie
szkolenia

Egzamin /
walidacja
zewnetrzna

Cennik

Cennik

Rodzaj ceny

Koszt przypadajacy na 1 uczestnika brutto

Koszt przypadajacy na 1 uczestnika netto

Prowadzacy

Dawid Stawinski

Dawid Stawinski

Dawid Stawinski

Dawid Stawinski

Koszt osobogodziny brutto

Koszt osobogodziny netto

Data realizacji Godzina
zajeé rozpoczecia
29-03-2026 12:00
29-03-2026 13:00
29-03-2026 13:30
29-03-2026 15:00
29-03-2026 16:30

Cena

5250,00 PLN

5250,00 PLN

437,50 PLN

437,50 PLN

Godzina
zakonczenia

13:00

13:30

15:00

16:30

17:00

Liczba godzin

01:00

00:30

01:30

01:30

00:30



W tym koszt walidacji brutto 123,00 PLN

W tym koszt walidacji netto 123,00 PLN
W tym koszt certyfikowania brutto 246,00 PLN
W tym koszt certyfikowania netto 246,00 PLN

Prowadzacy

Liczba prowadzacych: 1

121

0 Dawid Stawinski

‘ ' Magister inzynier cyberbezpieczenstwa, doswiadczony od 2018r. w prowadzeniu szkolen z
réznorodnymi grupami odbiorczymi. W ostatnich 5 latach pracowat z druzynami e-sportowymi,
przenoszac kanaty promocyjne oraz komunikacyjne na media spotecznosciowe, zwiekszajac ich
efektywnos¢ oraz promujac redukcje nie ekologicznych mediéw papierowych. Zajmuje sie réwniez
badaniem cyberbezpieczenstwa przez pryzmat oszustw w rozgrywkach e-sportowych, gdzie
bezposrednio obcuje z najnowszymi socjotechnikami oraz prawdziwymi przypadkami tamania
systemow cyberbezpieczenstwa. Prowadzi szkolenia przygotowujgce do bezpiecznego poruszania
sie po sieci dla grup wysokiego ryzyka i oséb wykluczonych, bezposrednio przyczyniajac sie do
rozwoju oraz polepszenia jakosci zycia jak i zmniejszenia wptywu na srodowisko poprzez uzycie
staroswieckich kanatéw komunikacyjnych.

Ukonczone szkolenia z zakresu Zielonej transformacji oraz narzedzi IT w procesach zielonej
transformaciji w okresie ostatnich 5 lat od zatozenia niniejszej ustugi.

Informacje dodatkowe

Informacje o materiatach dla uczestnikow ustugi

Uczestnik otrzymuje: materiaty w formie skryptu pdf
UWAGI DODATKOWE:

Dokument potwierdza, ze zostaty zastosowane rozwigzania zapewniajgce rozdzielenie proceséw ksztatcenia i szkolenia od walidacji. To
znaczy osoba prowadzgca ustuge, nie dokonuje weryfikacji efektéw uczenia sie uczestnikdw ustugi. Trener przygotowuje walidacje,
zaprojektowat efekty uczenia sie, kryteria weryfikacji przez okreslenie metod ich oceny po przygotowanie zestawu pytan testowych. Trener
rozda testy uczestnikom. Nie ingeruje w jakiekolwiek formie w ocene wynikéw testu ani w proces jego wypetniania. Osoba walidujaca
zostaje zaangazowana dopiero na etapie oceny i weryfikacji efektéw uczenia sie uczestnikéw. Nie prowadzi bezposrednio dziatan
zwigzanych z tworzeniem i kompletowaniem dokumentacji walidacyjne;j.

Osobom, ktére nie otrzymaja dofinansowania co najmniej 70% na realizacje ww. ustugi rozwojowej ze srodkéw publicznych do kwoty
netto zostanie doliczona stawka VAT 23%. Istnieje mozliwo$¢ zwolnienia ustugi z podatku VAT na podstawie § 3 ust. 1 pkt. 14
rozporzgdzenia Ministra Finanséw z dnia 20.12.2013r.w sprawie zwolnien od podatku od towardéw i ustug oraz warunkéw stosowania tych
zwolnien (DZ.U.2013, poz. 1722 z pézn. zm.), w przypadku, gdy uczestnik otrzyma dofinansowanie na poziomie co najmniej 70% ze
$rodkéw publicznych. Warunkiem zwolnienia jest dostarczenie do firmy szkoleniowej stosownego o$wiadczenia na co najmniej 1 dzien
roboczy przed szkoleniem. W innej sytuacji nalezy doliczy¢ podatek VAT w wysokosci 23%.



Warunki uczestnictwa

Ustugodawca zapewnia dostepnos¢ do ustugi rozwojowej osobg z szczegélnymi potrzebami zgodnie z Standardami dostepnosci dla
polityki spéjnosci 2021-2027 — Standard Szkoleniowy. Jesli kto$ z zainteresowanych potencjalnych uczestnikéw ustugi rozwojowej ma
szczeg6lne potrzeby bardzo prosimy o kontakt z naszym biurem: mailowo, telefonicznie lub osobiscie. Jesli bedzie zachodzi¢ potrzeba
ustugodawca zapewni asystenta osobom tego wymagajacym, ttumacza migowego, przygotowania specjalnych materiatéw zgodnie z
wymogami jasnego jezyka (w zaleznosci o zgtoszonych potrzeb)

Informacje dodatkowe

W przypadku dofinansowania szkolenia ze srodkéw publicznych cena netto = brutto (ma zastosowanie zw w przypadku finansowania
minimum 70% ze $rodkéw publicznych).

1 godzina dydaktyczna to 45 minut. Zaréwno w trakcie trwania szkolenia, jak i po jego zakonczeniu istnieje mozliwo$é zadawania pytan
emailowo, na ktoére eksperci odpowiedzg od razu lub podczas kolejnego spotkania.

Po zakoniczeniu kursu Uczestnik otrzyma imienny Certyfikat po$wiadczajgcy ukoriczenie szkolenia wraz z informacjg o zakresie i liczbie
godzin.

Informacja o zwolnieniu z VAT: Dz. U. poz. 1722 §3, ust. 1, pkt 14 z dnia 20 grudnia 2013 roku. Po zrealizowanym szkoleniu uczestnik
otrzyma certyfikat potwierdzajgcy uczestnictwo w szkoleniu - wymagane jest uczestnictwo w co najmniej 80% zaje¢. Ustuga realizowana
jest w godzinach dydaktycznych tj. za godzine ustugi szkoleniowej rozumie sie 45 minut. Czas realizacji walidacji / egzaminu zewnetrzny
wilcza sie w czas realizacji szkolenia jest realizowany po szkoleniu.

Adres

ul. W. Jagietty 1
43-200 Pszczyna

woj. $laskie
Kontakt

ﬁ E-mail hgc.kontakt@gmail.com

Telefon (+48) 500 582 587

MARCIN KOTTAS



