Mozliwos$¢ dofinansowania

Zielone technologie w 4 500,00 PLN brutto

ﬁ cyberbezpieczenstwie i bankowosci 4 500,00 PLN  netto
elektronicznej - szkolenie 204,55 PLN brutto/h

w Numer ustugi 2025/12/11/13777/3206515 204,55PLN netto/h

196,00 PLN cena rynkowa @

RECON Consulting
Spotka z
ograniczong
odpowiedzialnoscia

© Bedzin / stacjonarna

& Ustuga szkoleniowa

dAhKkKkk 49/5 (@ 9o
5225 ocen B3 26.03.2026 do 27.03.2026

Informacje podstawowe

Kategoria Informatyka i telekomunikacja / Bezpieczenstwo IT

DO KOGO SKIEROWANE JEST SZKOLENIE?

¢ Specjalisci ds. cyberbezpieczenstwa

¢ Pracownicy bankoéw i instytucji finansowych

¢ Menedzerowie IT i administratorzy systemow

¢ Konsultanci ds. zrbwnowazonego rozwoju

¢ Pracownicy administracji publicznej

¢ Edukatorzy i szkoleniowcy w dziedzinie IT

e Startupy i przedsiebiorcy technologiczni

¢ Przedstawiciele organizacji proekologicznych

Grupa docelowa ustugi * Studenci
e Kazda osoba dorosta chcaca rozwijac zielone kompetencje w

obszarze IT i bankowosci elektronicznej

Niniejsza ustuga dotyczy ksztatcenia zawodowego/przekwalifikowania
zawodowego.

Szkolenie skierowane jest do oséb dorostych zamieszkujgcych lub
pracujgcych na terenie woj. $laskiego, ktére poszukujg adekwatej ustugi
rozwojowej w celu zdobycia umiejetnosci zawodowych niezbednych do
podjecia, zmiany lub utrzymania pracy w sektorze zielonej gospodarki.
Niniejsza ustuga rozwojowa prowadzi do nabycia zielonych kompetencji.

Minimalna liczba uczestnikow 8
Maksymalna liczba uczestnikow 19
Data zakornczenia rekrutacji 23-03-2026

Forma prowadzenia ustugi stacjonarna



Liczba godzin ustugi 22

Certyfikat systemu zarzadzania jakos$cig wg. ISO 9001:2015 (PN-EN 1SO

Podstawa uzyskania wpisu do BUR
y P 9001:2015) - w zakresie ustug szkoleniowych

Cel

Cel edukacyjny

Szkolenie "Zielone technologie (...)" przygotowuje uczestnikéw do samodzielnego wdrazania zielonych praktyk w
obszarze cyberbezpieczenstwa i bankowosci elektronicznej, obejmujgc swiadome zarzgdzanie energig i danymi,
korzystanie z ekologicznych narzedzi cyfrowych oraz promowanie odpowiedzialnych rozwigzan technologicznych.

Efekty uczenia sie oraz kryteria weryfikaciji ich osiggniecia i Metody walidacji

Efekty uczenia sie Kryteria weryfikacji Metoda walidacji

Stosuje i przyjmuje w codziennym zyciu
postawe zorientowana na
zrownowazony rozwdj i kontroluje
swoje wtasne podejscie do ekologii oraz

Kompetencje spoteczne: Ocenia wptyw wptyw wtasnych zachowan na

osobistych zachowan na srodowisko $rodowisko (w ramach analizy
dowodoéw uczestnik opisze wiasne
dziatania podejmowane na rzecz
zrébwnowazonego rozwoju oraz oceni
ich wptyw na srodowisko).

Test teoretyczny

Analiza dowodoéw i deklaraciji

Stosuje praktyki cyfrowe i

technologiczne, ktére maja na celu

zmniejszenie zanieczyszczenia

cyfrowego i sSrodowiskowego, takie jak

optymalizacja zuzycia energii przez

urzadzenia IT, wybér ekologicznych Test teoretyczny
ustug hostingowych, minimalizacja

$ladu weglowego poprzez ograniczenie

niepotrzebnego transferu danych i

Wiedza: Identyfikuje sposoby na unikanie nadmiernego gromadzenia
ograniczenie zanieczyszczenia danych

Kontroluje ograniczanie

zanieczyszczenia cyfrowego poprzez

korzystanie z rozszerzen przegladarki,

ktére blokuja niepotrzebne tresci, oraz Test teoretyczny
poprzez odpowiedzialne zarzadzanie e-

mailami, co redukuje zuzycie zasobéw

serweréw



Efekty uczenia sie

Umiejetnosci: Ocenia ekologiczny
wptyw réznych metod taczenia sie z
internetem

Wiedza: Identyfikuje i weryfikuje strony
internetowe pod katem
zréwnowazonego rozwoju

Umiejetnosci: Stosuje zasady
zréwnowazonego zarzadzania danymi
w kontekscie cyberbezpieczenstwa

Umiejetnosci: Optymalizuje
wykorzystanie bankowosci
elektronicznej w kontekscie ekologii

Kwalifikacje

Kryteria weryfikacji

Poréwnuje ekologiczne aspekty
korzystania z wi-fi, internetu mobilnego
i szerokopasmowego tgcza kablowego

Wskazuje na sposoby minimalizacji
zuzycia energii podczas korzystania z
réznych metod taczenia sie z
internetem (w ramach obserwacji w
warunkach symulowanych scenariuszy,
w ktorych uczestnik musi wybraé
energooszczedne rozwigzania, np.
zmiana ustawien routera, zarzadzanie
aplikacjami w tle)

Rozpoznaje certyfikaty ekologiczne na
stronach internetowych, ktére swiadcza
0 zgodnosci z zasadami
zréwnowazonego rozwoju

Rozpoznaje, czy strony internetowe
korzystaja z ekologicznych ustug
hostingowych

Analizuje, jak unika¢ nadmiernego
gromadzenia danych cyfrowych w celu
zmniejszenia zuzycia energii

Wskazuje ekologiczne narzedzia
zabezpieczajace, ktére sg najbardziej
energooszczedne

Analizuje, jak bankowo$¢ elektroniczna
przyczynia sie do oszczednos$ci papieru
i zasobow, (raport przygotowany przez
Uczestnika lub deklaracje, w ktorej
opisuje konkretne sposoby, w jakie
bankowos¢ elektroniczna redukuje
zuzycie papieru i zasobéw).

Wskazuje praktyki w bankowosci
mobilnej, ktére moga zmniejszy¢ jej
wptyw na srodowisko

Kompetencje

Ustuga prowadzi do nabycia kompetenciji.

Warunki uznania kompetencji

Metoda walidacji

Test teoretyczny

Test teoretyczny

Analiza dowodéw i deklaraciji

Test teoretyczny

Test teoretyczny

Test teoretyczny

Test teoretyczny

Test teoretyczny

Analiza dowodéw i deklaraciji

Test teoretyczny



Pytanie 1. Czy dokument potwierdzajgcy uzyskanie kompetencji zawiera opis efektéw uczenia sie?
TAK

Pytanie 2. Czy dokument potwierdza, ze walidacja zostata przeprowadzona w oparciu o zdefiniowane w efektach
uczenia sie kryteria ich weryfikac;ji?

TAK

Pytanie 3. Czy dokument potwierdza zastosowanie rozwigzan zapewniajacych rozdzielenie proceséw ksztatcenia i
szkolenia od walidac;ji?

TAK

Program

DZIEN PIERWSZY:
Modut 1. PODSTAWY BEZPIECZNEGO PORUSZANIA SIE PO INTERNECIE Z UWZGLEDNIENIEM ASPEKTOW EKOLOGICZNYCH

e Omowienie réznych metod taczenia sie z internetem (wi-fi, szerokopasmowe tgcze kablowe, mobilny internet)

e Bezpieczenstwo przy korzystaniu z réznych typéw potaczen

» Korzystanie z wi-fi w miejscach publicznych (np. kawiarnie)

e Tryb prywatny (incognito) w przegladarce - co to jest i kiedy warto go uzywac

e Historia przegladania - przegladanie, usuwanie historii

e Oszczednos$é energii podczas korzystania z internetu - jak ogranicza¢ zuzycie energii przez urzadzenia podczas taczenia sig z
internetem?

e Wptyw na srodowisko korzystania z réznych rodzajéw potaczen internetowych oréwnanie ekologicznych aspektéw korzystania z wi-fi,
internetu mobilnego i tacza kablowego.

» Swiadomos¢ cyfrowa a zréwnowazony rozwéj - promowanie odpowiedzialnego korzystania z internetu jako czesci zielonej
transformaciji.

e Eko-wybory sprzetowe — Jak wybiera¢ energooszczedne urzadzenia do korzystania z internetu?

Modut 2. JAK UNIKAC PODEJRZANYCH STRON INTERNETOWYCH i WERYFIKOWAC STRONY POD KATEM ZROWNOWAZONEGO
ROZWOJU?

e Adresy URL - zwracanie uwagi na dziwne lub nietypowe adresy, np. literéwki, dodatkowe znaki

e Wyglad strony - sprawdzanie, czy strona wyglada profesjonalnie, czy zawiera wiele btedéw ortograficznych i gramatycznych

e Certyfikat SSL - sprawdzanie obecnosci ktédki w pasku adresu i ,https” w adresie URL

e Fatszywe sklepy internetowe - strony oferujgce produkty po zbyt niskich cenach

¢ Phishing - strony podszywajace sie pod znane firmy, np. banki, w celu wytudzenia danych logowania.

¢ Ekologiczne certyfikaty dla stron internetowych - jakie oznaczenia $wiadczg o tym, ze dana strona dziata zgodnie z zasadami
zrébwnowazonego rozwoju?

e Minimalizacja sladu weglowego przegladania internetu - jakie praktyki moga poméc zmniejszy¢ wptyw na srodowisko podczas
korzystania z przegladarki internetowej?

e Zielone serwery i hosting - jak sprawdzi¢, czy strona internetowa korzysta z ekologicznych ustug hostingowych?

e Bezpieczenstwo i ochrona prywatnosci w kontekscie zréwnowazonego rozwoju - jakie praktyki przegladania pomagajg chroni¢ nie
tylko dane, ale i Srodowisko?

Modut. 3. JAK UNIKAC Z£ OSLIWEGO OPROGRAMOWANIA Z UWZGLEDNIENIEM ZIELONYCH PRAKTYK

e Pobieranie plikow tylko z zaufanych zrédet i unikanie pobierania oprogramowania z nieznanych stron

e Zatgczniki w e-mailach - ostrozno$¢ w otwieraniu zatacznikéw od nieznanych nadawcow

¢ Regularne aktualizowanie systemu operacyjnego i programéw antywirusowych

e Zréwnowazone zarzadzanie danymi -jak unika¢ nadmiernego gromadzenia danych cyfrowych, co przyczynia sie do zmniejszenia
zuzycia energii w centrach danych?

e Ekologiczne praktyki w cyberbezpieczenstwie - jakie narzedzia zabezpieczajace sg najbardziej energooszczedne?

e Ochrona przed ztosliwym oprogramowaniem a ekologia - jak unikanie ztosliwego oprogramowania wptywa na redukcje zuzycia
zasoboéw?

¢ Recykling elektroniki - jak odpowiedzialnie pozbywac¢ sie sprzetu komputerowego po zakonczeniu jego uzytkowania?



Modut 4. BEZPIECZENSTWO PODCZAS ODBIERANIA E-MAILI A ZROWNOWAZONY ROZWOJ

¢ Rozpoznawanie podejrzanych maili (nietypowy adres nadawcy, dziwna tre$¢ e-maila)

¢ Unikanie klikania w podejrzane linki

¢ Nieotwieranie podejrzanych zatgcznikéw

e Korzystanie z filtréw antyspamowych

¢ Ekologiczne przechowywanie danych e-mailowych - jak ograniczy¢ ilo§¢ przechowywanych e-maili w celu zmniejszenia zuzycia
zasobdw serweréw?

e Zmniejszenie $ladu weglowego poczty elektronicznej - jakie praktyki pomagajg ograniczyé zuzycie energii przez serwery pocztowe?

¢ Unikanie spamu a $rodowisko - jak redukcja spamu przyczynia sie do oszczednosci energii i zasobow?

e Korzystanie z zielonych ustug e-mailowych - jakie ustugi pocztowe dziatajg zgodnie z zasadami zrébwnowazonego rozwoju?

Przewidywany czas trwania dnia szkoleniowego: 11h dydaktycznych z przerwami.
DZIEN DRUGI:
Modut 5. ROZSZERZENIA | DODATKI DO PRZEGLADAREK WSPIERAJACE ZROWNOWAZONY ROZWGJ

¢ Przydatne rozszerzenia zwiekszajgce bezpieczenstwo - adblockery, menedzery haset, rozszerzenia antywirusowe

e Jakie rozszerzenia moga pomdc w oszczedzaniu energii podczas przegladania internetu?

¢ Adblockery a zuzycie energii - jak blokowanie reklam moze wptywaé na zmniejszenie zuzycia zasobéw energetycznych?

e Zielone zarzadzanie przegladarka - jakie narzedzia pomagajg zmniejszy¢ slad weglowy korzystania z przegladarki?

¢ Monitorowanie ekologicznego wptywu przegladania internetu - jakie rozszerzenia monitorujg i optymalizujg wptyw uzytkowania
przegladarki na srodowisko?

Modut 6. HASLOWANIE PLIKOW | ZARZADZANIE HASLAMI W ASPEKCIE ZROWNOWAZONEGO ROZWOJU

e Tworzenie silnych haset

» Narzedzia do zarzgdzania hastami (np. LastPass, 1Password)

¢ Jak zabezpieczy¢ swoje pliki i foldery hastami?

 Jakie praktyki pomagajg w odpowiedzialnym i energooszczednym zarzgdzaniu hastami?

e Jakie narzedzia do szyfrowania danych sg najbardziej ekologiczne?

e Cyfrowe minimalizowanie - Jakie praktyki pomagajg ograniczy¢ ilos¢ danych potrzebnych do przechowywania haset?

¢ Wptyw na srodowisko przechowywania danych w chmurze - jak wybiera¢ ustugi chmurowe zgodne z zasadami zréwnowazonego
rozwoju?

Modut 7. BANKOWOSC ELEKTRONICZNA W KONTEKSCIE SWIADOMOSCI EKOLOGICZNEJ

e Korzysci z bankowosci internetowej

e Korzysci z bankowosci mobilnej na smartfonach

e Blik

¢ Bezpieczenstwo w bankowosci elektronicznej

e Jakie instytucje finansowe prowadzg dziatalno$¢ zgodnie z zasadami zréwnowazonego rozwoju?

¢ Bankowo$¢ mobilna a ekologia - jakie praktyki moga zmniejszy¢ wptyw bankowosci mobilnej na $rodowisko?

e Oszczedno$¢ papieru dzieki bankowosci elektronicznej - jak korzystanie z e-bankowosci przyczynia sie do redukcji zuzycia papieru?
¢ Wspieranie zielonych inicjatyw bankowych - jakie ustugi bankowe sg nastawione na wspieranie zréwnowazonego rozwoju?

Modut 8. POWIAZANIE BANKOWOSCI ELEKTRONICZNEJ Z
E-USLUGAMI PUBLICZNYMI

¢ Cel dziatania e-ustug publicznych dla obywateli

¢ Kluczowe e-ustugi dla obywateli: ePUAP, PUE ZUS, mObywatel, IKP (Internetowe Konto Pacjenta)

¢ Jak zalogowac sie do e-ustug publicznych przez bankowos¢ elektroniczng?

e Zréwnowazony rozwoj a cyfryzacja ustug publicznych - jak e-ustugi moga przyczyni¢ sie do osiggania celéw zréwnowazonego
rozwoju?

¢ Redukcja sladu ekologicznego dzieki e-ustugom- jak cyfryzacja ustug publicznych zmniejsza zuzycie papieru i innych zasobdéw?

e Ekologiczne korzysci z logowania do e-ustug publicznych przez bankowo$¢ elektroniczng - jak integracja systemdéw moze przyczynié
sie do oszczednosci energii?

e Zielona administracja - jak e-ustugi wspierajg przejécie na bardziej zréwnowazone zarzgdzanie administracjg publiczng?

Modut 9. INNE E-USLUGI DOSTEPNE PRZEZ BANKOWOSC ELEKTRONICZNA

e mObywatel - aplikacja do przechowywania dokumentéw
* Internetowe Konto Pacjenta (IKP) - przegladanie historii medycznej i e-recept
¢ Profil zaufany



e Promowanie ekologicznych e-ustug - jakie e-ustugi pomagaja w osigganiu celéw zréwnowazonego rozwoju?

¢ mObywatel jako narzedzie zréwnowazonego rozwoju - jakie funkcje aplikacji moga wspiera¢ zielong transformacje?

* Ekologiczne aspekty e-zdrowia (IKP) - jak e-ustugi zdrowotne mogg przyczynia¢ sie do bardziej zréwnowazonej opieki zdrowotnej?

e Cyfrowa administracja a ochrona $rodowiska - jak cyfryzacja administracji publicznej wptywa na zmniejszenie zuzycia zasobéw
naturalnych?

Modut 10. WALIDACJA (TEST, ANALIZA DOWODOW I DEKLARACJI)
Przewidywany czas trwania dnia szkoleniowego: 11h dydaktycznych z przerwami.

tacznie: 22h dydaktyczne (wg organizatora kursu) = 16:30 h (wg automatycznego wyliczenia przez system BUR), w tym przewidziane
przerwy zgodnie z harmonogramem. Ustuga zawiera 14 h zaje¢ teoretycznych oraz 8 h zaje¢ praktycznych. W ramach szkolenia nastgpi
skonsolidowanie czesci szkoleniowej (stricte merytorycznej) z czescia praktyczng (warsztatowa), dzieki ktérym na biezaco i elastycznie
beda dostosowywane i omawiane narzedzia i rozwigzania, w zaleznosci od potrzeb grupy. Dzieki temu maksymalnie dostosowane
zostang najwazniejsze zagadnienia do potrzeb j oczekiwan, jednoczesnie zwracajgc uwage na predyspozycje poszczegolnych
uczestnikéw do funkcjonowania i radzenia sobie z poszczegdlnymi obszarami oraz tempo przyswajania wiedzy, a w konsekwenciji
koniecznos¢ ewentualnych powtdrzen materiatu czy zmiana kolejnosci omawianych modutow.

Jednoczesnie godziny realizacji przerw réwniez dostosowane beda do postepdw realizacji programu, tempa przyswajania wiedzy przez
uczestnikow szkolenia oraz potrzeb uczestnikdw i trenera. Przerwy sg wliczone w czas szkolenia. Uczestnik szkolenia ma mozliwos¢
merytorycznego kontaktu z trenerem réwniez podczas przerw (w przypadku, gdyby uczestnik nie chciat skorzysta¢ z danej przerwy).

Uczestnik szkolenia pracuje samodzielnie na samodzielnym stanowisku komputerowym (laptop).

Zgodnie z definicja ,zielonych umiejetnosci” zawartg w Regulaminie naboru do projektu w ramach FESL 10.17 : Zielone umiejetnosci —
umiejetnosci o charakterze zawodowym lub ogéinym, niezbedne do pracy w sektorze zielonej gospodarki, czyli takiej, ktora jest oparta na
odnawialnych Zrddtach energii, nowoczesnych technologiach ukierunkowanych na niskoemisyjnosc i zasobooszczednosc, a takze na
zarzadzaniu srodowiskowym w przedsiebiorstwach.Przyjmuje sie, Ze zielone umiejetnosci to takie, ktdre przyczyniaja sie do budowy
"zielonej gospodarki” poprzez tworzenie ,zielonych miejsc pracy”. ,,Zielone miejsca pracy” to te ktore przyczyniaja sie do zachowania lub
przywrdcenia stanu srodowiska, niezaleZnie od tego czy wystepuja w tradycyjnych czy nowych rozwijajacych sie ,zielonych” sektorach.
Zielone miejsca pracy” wptywaja pozytywnie na zwiekszanie efektywnosci energetycznej i surowcowej, ograniczanie emisji gazow
cieplarnianych, minimalizacje odpaddw i zanieczyszczen, ochrone i odtwarzanie ekosystemdw oraz wspieranie adaptacji do skutkow
zmian klimatu.

Szkolenie skierowane jest do 0séb, ktére chca rozwijac zielone umiejetnosci i kompetencje ekologiczne, o umozliwi im dostosowanie
swoich umiejetnosci do zmian na rynk

Harmonogram

Liczba przedmiotow/zajec¢: 16

Przedmiot / temat Data realizacji Godzina Godzina
Prowadzacy

. . . ; . Liczba godzin
zajec zajeé rozpoczecia zakornczenia

Modut 1.

PODSTAWY

BEZPIECZNEGO

PORUSZANIA SIE

PO INTERNECIE Dariusz

z Adamczyk
UWZGLEDNIENIE

M ASPEKTOW

EKOLOGICZNYC

H

26-03-2026 08:00 10:15 02:15

Dariusz
przerwa Adamezyk 26-03-2026 10:15 10:30 00:15



Przedmiot / temat
zajec

Modut 2.

JAK UNIKAC
PODEJRZANYCH
STRON
INTERNETOWYC
Hi
WERYFIKOWAC
STRONY POD
KATEM
ZROWNOWAZON
EGO ROZWOJU?

przerwa

Modut. 3.

JAK UNIKAC

Zt OSLIWEGO
OPROGRAMOWA
NIAZ
UWZGLEDNIENIE
M ZIELONYCH
PRAKTYK

przerwa

Modut 4.

BEZPIECZENST
WO PODCZAS
ODBIERANIA E-
MAILI A
ZROWNOWAZON
Y ROZWOJ

Modut 5.

ROZSZERZENIA |
DODATKI DO
PRZEGLADAREK
WSPIERAJACE
ZROWNOWAZON
Y ROZWOJ

Modut 6.

HASLOWANIE
PLIKOW |
ZARZADZANIE
HASLAMI W
ASPEKCIE
ZROWNOWAZON
EGO ROZWOJU

przerwa

Prowadzacy

Dariusz
Adamczyk

Dariusz
Adamczyk

Dariusz
Adamczyk

Dariusz
Adamczyk

Dariusz
Adamczyk

Dariusz
Adamczyk

Dariusz
Adamczyk

Dariusz
Adamczyk

Data realizacji
zajeé

26-03-2026

26-03-2026

26-03-2026

26-03-2026

26-03-2026

27-03-2026

27-03-2026

27-03-2026

Godzina
rozpoczecia

10:30

12:00

12:30

13:45

14:00

08:00

09:00

10:15

Godzina
zakonczenia

12:00

12:30

13:45

14:00

16:15

09:00

10:15

10:30

Liczba godzin

01:30

00:30

01:15

00:15

02:15

01:00

01:15

00:15



Przedmiot / temat

_ Prowadzacy
zajec
Modut 7.
BANKOWOSC
ELEKTRONICZNA Dariusz
W KONTEKSCIE Adamczyk
SWIADOMOSCI
EKOLOGICZNEJ
Py AlN przerwa Dariusz
6
P Adamczyk
IEF2) Modut 8.
POWIAZANIE
BANKOWOSCI Dariusz

ELEKTRONICZNE Adamczyk
J Z E-USLUGAMI
PUBLICZNYMI

Dariusz
Adamczyk

przerwa

Modut 9.

INNE E-USLUGI

DOSTEPNE Dariusz
PRZEZ Adamczyk
BANKOWOSC

ELEKTRONICZNA

Modut 10.

WALIDACJA

(TEST, ANALIZA -
DOWODOW |
DEKLARACJI)

Cennik

Cennik

Rodzaj ceny

Koszt przypadajacy na 1 uczestnika brutto
Koszt przypadajacy na 1 uczestnika netto
Koszt osobogodziny brutto

Koszt osobogodziny netto

Data realizacji Godzina
zajeé rozpoczecia
27-03-2026 10:30
27-03-2026 12:00
27-03-2026 12:30
27-03-2026 13:45
27-03-2026 14:00
27-03-2026 15:45

Cena

4 500,00 PLN

4 500,00 PLN

204,55 PLN

204,55 PLN

Godzina
zakonczenia

12:00

12:30

13:45

14:00

15:45

16:15

Liczba godzin

01:30

00:30

01:15

00:15

01:45

00:30



Prowadzacy

Liczba prowadzacych: 1

1z1

O Dariusz Adamczyk

‘ ' Doswiadczony trener i konsultant biznesowy, specjalizujgcy sie w digital marketingu, e-commerce,
zarzadzaniu projektami oraz sprzedazy online. Posiada szerokg wiedze na temat technologii
cyfrowych, ktére wspiera efektywnie zaréwno w sektorze B2B, jak i B2C, a takze w administracji
publicznej. Jest absolwentem zarzgdzania i marketingu na Wyzszej Szkole Marketingu i Biznesu w
todzi (2001), z wieloletnim doswiadczeniem w pracy dla takich firm jak Time4Mobi, Unilever,
Teleaudio czy Netsize. Jego kwalifikacje obejmujg zarzadzanie projektami (Scrum, Agile, Lean
Management), marketing cyfrowy (SEO, SEM, PPC), oraz tworzenie strategii biznesowych. Posiada
liczne certyfikaty, w tym m.in. DIMAQ Professional oraz certyfikat Google Digital Workshop w
zakresie The Fundamentals of Digital Marketing. Jego dziatalno$¢ edukacyjna i doradcza obejmuje
wspétprace z sektorem prywatnym i publicznym, a takze liczne publikacje i ekspertyzy na temat
marketingu cyfrowego, bezpieczenstwa w sieci i optymalizacji proceséw biznesowych. Szkolenie to
wpisuje sie w jego kompetencje zwigzane z automatyzacjg proceséw, marketingiem online oraz
wspieraniem transformacji ekologicznej w nowoczesnym srodowisku biznesowym. Od 2024 roku
trener posiada udokumentowang wiedze i kompetencje z zakresu szeroko pojetego
zrébwnowazonego rozwoju. Trener posiada doswiadczenie zawodowe zdobyte nie wczesniej niz 5 lat
przed datg wprowadzenia szczegétowych danych dotyczacych oferowanej ustugi.

Informacje dodatkowe

Informacje o materiatach dla uczestnikow ustugi

Kazdy uczestnik otrzyma materiaty w wersji papierowej (m.in. skrypt/konspekt).

CIAG DALSZY OPISU POLA "Ramowy program ustugi” (zgodnie z sugestia Administratora BUR, w PARP aby tekst niemieszczacy sie w
dedykowanym polu z powodu ograniczonej liczby znakéw, zamieszczaé w innym dostepnym polu Karty ustugi):

Szkolenie ,Zielone technologie w cyberbezpieczenstwie i bankowosci elektronicznej” doskonale wpisuje sie w koncepcje zielonych
kompetenciji, ktére sg kluczowe w kontekscie transformacji ekologicznej i zrbwnowazonego rozwoju. W miare jak $wiat staje sie coraz
bardziej cyfrowy, rosnie réwniez zapotrzebowanie na technologie i praktyki, ktére nie tylko zapewniajg bezpieczenstwo, ale takze
minimalizujg negatywny wptyw na srodowisko.

1. Znaczenie zréwnowazonego rozwoju W kontekscie cyberbezpieczernstwa

Wdrazanie zielonych technologii w obszarze cyberbezpieczenstwa przyczynia sie do zmniejszenia zuzycia energii i surowcéw, co jest
zgodne z globalnymi celami zréwnowazonego rozwoju ONZ. Poprzez $wiadome zarzgdzanie danymi oraz optymalizacje proceséw
cyfrowych, mozna znaczaco zredukowaé emisje gazoéw cieplarnianych i minimalizowac zuzycie zasobéw naturalnych.

2. Bankowos¢ elektroniczna jako narzedzie zrownowazonego rozwoju

Bankowos¢ elektroniczna, omawiana na szkoleniu, odgrywa istotng role w zrbwnowazonym rozwoju, umozliwiajagc oszczednos¢ papiery,
energii oraz zasobéw dzieki cyfryzacji ustug finansowych. Korzystanie z e-bankowosci nie tylko przyczynia sie do redukcji $ladu
weglowego, ale takze promuje efektywnos$é energetyczng poprzez wdrazanie zielonych inicjatyw bankowych.

3. Zielone technologie i narzedzia wspierajace ochrone srodowiska

Moduty dotyczace rozszerzen przegladarek, zarzgdzania hastami oraz bezpieczenstwa w bankowosci elektronicznej uwzgledniajg
technologie, ktére optymalizujg zuzycie energii oraz promujg ekologiczne praktyki. Przyktady obejmujg stosowanie adblockeréw, ktére
redukujg obcigzenie przegladarek, oraz wybor zielonych ustug hostingowych, ktére korzystajg z odnawialnych zrodet energii.



4. Integracja z e-ustugami publicznymi a ekologia

Szkolenie promuje takze zréwnowazony rozwoj poprzez integracje bankowosci elektronicznej z e-ustugami publicznymi, co zmniejsza
zuzycie papieru i innych zasobéw w administracji publicznej. Cyfryzacja ustug publicznych sprzyja zielonej transformacji, umozliwiajgc
oszczednosci energetyczne oraz minimalizacje sladu weglowego.

5. Wptyw edukacji na tworzenie zielonych miejsc pracy

Poprzez zdobycie zielonych kompetencji, uczestnicy szkolenia bedg lepiej przygotowani do tworzenia i pracy w zielonych miejscach pracy,
ktére wspierajg efektywnos¢ energetyczng, ochrone srodowiska oraz adaptacje do zmian klimatycznych. Umiejetnosci nabyte podczas
szkolenia umozliwig uczestnikom korzystajagcym z sektora cyberbezpieczenstwa i bankowosci elektronicznej przyczynienie sie do budowy
bardziej zréwnowazonej gospodarki.

»Zielone technologie w cyberbezpieczerstwie i bankowosci elektronicznej” to szkolenie, ktére nie tylko podnosi kompetencije
zawodowe, ale takze wpisuje sie w globalne trendy ekologiczne, wspierajgc zréwnowazony rozwéj i adaptacje do wyzwarn zwigzanych z
zielona transformacja.

Zgodnie z Wykazem obszaréw i grup technologii, w odniesieniu do ktorych operatorzy powinni weryfikowac ustuge rozwojowa pod
wzgledem spetniania kryterium powiazania z RIS i PRT, w przypadku czego mozliwe jest otrzymanie dodatkowych 5 pkt za udziat w
ustudze dostosowanej do wymienionych w tym Wykazie branz informujemy, ze niniejsze szkolenie ,Zielone technologie w
cyberbezpieczenstwie i bankowosci elektronicznej” wpisuje sie w OBSZAR TECHNOLOGICZNY: Technologie informacyjne i
telekomunikacyjne — 4.6 Bezpieczernstwo informacji.

INFORMACJE DODATKOWE DLA OPERATORA:

Dostawca ustugi informuije, iz niniejsza karta zawiera dane osoby walidujacej (imie i nazwisko, e-mail, opis doswiadczenia), niemniej jednak ze
wzgledu na sposéb zaprojektowania systemu BUR przez PARP, dane sg niewidoczne w opublikowanej Karcie ustugi.

Zgodnie z aktualng wersjg dokumentu autorstwa PARP pn. ,Karta Ustugi wraz z instrukcja jej wypetniania — Ustuga szkoleniowa” (strona 51),
bedacej Zatacznikiem nr 2 do Regulaminu Bazy Ustug Rozwojowych (BUR):

»sUwaga: Dane dotyczace osoby walidujacej, beda widoczne wytacznie dla Administratora BUR oraz Administratora Regionalnego.”

Majac na wzgledzie powyzsze, z przyczyn technicznych lezgcych po stronie systemu BUR, w opublikowanej w BUR karcie ustugi nikt poza w/w w
Instrukcji osobami nie jest w stanie zobaczyé danych osoby walidujace;j tj. imie i nazwisko, e-mail, opis doswiadczenia.

Efekty ksztatcenia zostaty opracowane w oparciu o informacje opublikowane na stronie operatora tj. Zatacznik 4. Wykaz przyktadowych
zielonych umiejetnosci, opracowany przez Komisje Europejska w ramach klasyfikacji ESCO w ramach Konkursu Utworzenie i wsparcie
funkcjonowania 120 branzowych centrow umiejetnosci (BCU), realizujgcych koncepcje centrow doskonatosci zawodowej (CoVEs) —konkurs
uzupetniajacy.

Podziat efektéw uczenia sie wedtug zakresu wiedzy, umiejetnosci i kompetencji spotecznych uwzglednia rézne aspekty zdobytej wiedzy
teoretycznej oraz praktycznych umiejetnosci i postaw spotecznych zwigzanych z odpowiedzialnym wdrazaniem zielonych technologii w
cyberbezpieczenstwie i bankowosci elektroniczne;.

Zaswiadczenie o ukoniczeniu szkolenia potwierdza zastosowanie rozwigzan zapewniajgcych rozdzielenie proceséw ksztatcenia i szkolenia od
walidacji.

Osoba przeprowadzajgca ustuge (trener) wykona réwniez dziatania zwigzane ze skompletowaniem dokumentacji walidacyjne;j tj. zbierze
od uczestnikéw szkolenia dokumenty do Analizy dowoddw i deklaracji oraz rozda uczestnikom test teoretyczny, a nastepnie zbierze
wypetnione testy.

Trener nie bedzie ingerowat w jakikolwiek sposéb w proces wypetniania dokumentacji walidacyjnej ani w jej ocene (tj. trener nie ocenia i
nie weryfikuje osiggnietych efektéw uczenia sie).

Analiza dowodoéw i deklaracji i Test teoretyczny zostang ocenione po zakonczeniu realizacji ustugi przez osobe walidujaca.

Walidator ocenia i weryfikuje osiggniete efekty uczenia sie.



Warunki uczestnictwa

Minimalna liczba uczestnikdw niezbedna do realizacji ustugi: 8 oséb (maksymalnie 19 z uwagi na konieczno$¢ zapewnienia
komfortowych warunkéw szkolenia dla uczestnikdw przy tej tematyce szkolenia i jednoczesnym zachowaniu wysokiej efektywnosci
ustugi oraz mozliwosci bezposredniego kontaktu z trenerem podczas zaje¢).

Uwaga: przed podpisaniem umowy o dofinansowanie szkolenia z Operatorem, skontaktuj sie z nami w celu potwierdzenia terminu
szkolenia i dostepnosci wolnych miejsc.

Informacje dodatkowe

Wszelkie materiaty (teksty, grafiki, zdjecia itp.) przedstawione w niniejszej Karcie ustugi sg objete prawem autorskim i podlegajg ochronie
na mocy ,Ustawy o prawie autorskim i prawach pokrewnych” z dnia 4 lutego 1994 r. (t.j. Dz.U. 2022 poz. 2509). Kopiowanie,
przetwarzanie, rozpowszechnianie tych materiatéw w catosci lub w czesci bez zgody RECON Consulting jest zabronione.

Informujemy, ze w trakcie szkolenia mozliwa jest wizytacja z udziatem PARP, Operatora, WUP Katowice lub innej jednostki wyznaczonej w
celu sprawdzenia poprawnosci realizacji ustugi.

Szkolenie moze by¢ zwolnione z VAT dla Uczestnikéw, ktérych poziom dofinansowania wynosi co najmniej 70% na podstawie:

- § 3 ust. 1 pkt 14 Rozporzadzenia Ministra Finanséw z 20 grudnia 2013 r. w sprawie zwolnier od podatku od towaréw i ustug oraz
warunkdéw stosowania tych zwolnien.

Adres

pl. Plac Kolei Warszawsko-Wiedenskiej 3
42-500 Bedzin

woj. $laskie

Sala szkoleniowa oznaczona tytutem szkolenia.

Udogodnienia w miejscu realizacji ustugi

o Klimatyzacja
o Wi

Kontakt

ﬁ E-mail szkolenia@rcon.com.pl

Telefon (+48) 535719 407

Sandra Walczyk



