Mozliwos$¢ dofinansowania

Studia podyplomowe - Zarzadzanie i 3 800,00 PLN brutto
ﬁ ochrona informacji niejawnych i danych 3800,00 PLN netto
20,00 PLN brutto/h

osobowych
Numer ustugi 2025/12/05/180566/3193605

PODKARPACKA
SZKOLA WYZSZA
IM.BL.KS.WLADYSL

AWA FINDYSZA W

Brak ocen dla tego dostawcy

Informacje podstawowe

Kategoria

Grupa docelowa ustugi

Minimalna liczba uczestnikow

Maksymalna liczba uczestnikow

Data zakonczenia rekrutacji

Forma prowadzenia ustugi

Liczba godzin ustugi

& Studia podyplomowe

£ 05.03.2026 do 26.02.2027

20,00 PLN netto/h

© zdalna w czasie rzeczywistym

Prawo i administracja / Ochrona informacji niejawnych

Studia skierowane sg do os6b odpowiedzialnych za bezpieczenstwo
informacji w sektorze publicznym, prywatnym oraz w stuzbach
mundurowych. Oferte dedykujemy w szczegdlnosci:

¢ Funkcjonariuszom i zotnierzom: przedstawicielom Policji, Strazy
Granicznej, Strazy Pozarnej oraz zotnierzom Wojska Polskiego (ze
szczegdlnym uwzglednieniem Wojsk Obrony Terytorialnej) i
pracownikom cywilnym wojska.

¢ Administracji i Stuzbie Zdrowia: pracownikom urzedéw, agencji
rzgdowych i samorzadowych oraz ratownikom medycznym i
koordynatorom stuzb ratunkowych.

* Sektorowi Biznesowemu: kadrze bankowosci, ubezpieczen oraz firm z
sektoréw infrastruktury krytycznej (energetyka, transport,
telekomunikacja).

¢ Specjalistom ds. bezpieczeristwa: Petnomocnikom ds. ochrony
informacji niejawnych, Inspektorom Ochrony Danych (I0D) oraz
osobom zarzadzajgcym pionami ochrony.
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zdalna w czasie rzeczywistym
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art. 163 ust. 1 ustawy z dnia 20 lipca 2018 r. Prawo o szkolnictwie

Podstawa uzyskania wpisu do BUR ) . ; .
wyzszym i nauce (t. j. Dz. U. z 2024 r. poz. 1571, z pdzn. zm.)

Zakres uprawnien Studia podyplomowe

Cel

Cel edukacyjny

Celem jest przygotowanie do petnienia funkcji Petnomocnika ds. Ochrony Informacji Niejawnych, Inspektora Ochrony
Danych oraz kierownika kancelarii tajnej. Uczestnik zdobedzie wiedze niezbedng do organizowania systemu ochrony
informacji w administraciji, stuzbach mundurowych i biznesie. Program uczy tworzenia polityk bezpieczenstwa,
zarzadzania ryzykiem oraz procedur ochrony fizycznej i osobowej. Absolwent bedzie gotowy do samodzielnej ochrony
danych wrazliwych przed nieuprawnionym ujawnieniem.

Efekty uczenia sie oraz kryteria weryfikacji ich osiaggniecia i Metody walidacji

Efekty uczenia si¢

Rozréznia systemy prawne ochrony
danych (UE vs krajowe). Zna hierarchie
aktéw prawnych (Konstytucja, Ustawy).
Interpretuje przepisy Ustawy o ochronie
informac;ji niejawnych.

Definiuje kluczowe zasady RODO
(rozliczalno$¢, minimalizacja). Rozumie
prawa osob, ktérych dane dotycza.
Stosuje przepisy RODO w praktyce
organizaciji.

Projektuje procesy przetwarzania
danych w organizacji. Zarzadza cyklem
zycia danych (od pozyskania do
usunigcia). Nadzoruje przeptyw danych
miedzy dziatami.

Sporzadza wymagang dokumentacje
(RCP, klauzule, upowaznienia). Prowadzi
Rejestr Czynnosci Przetwarzania.
Aktualizuje polityki bezpieczeinstwa
zgodnie ze zmianami.

Zna procedury skargowe do Prezesa
UODO. Definiuje $rodki ochrony cywilnej
i sgdowej. Doradza w kwestii Sciezki
prawnej w przypadku naruszen.

Kryteria weryfikacji

Wymienia klauzule tajnosci
(zastrzezone, poufne, tajne, Scisle
tajne). Wskazuje réznice miedzy
tajemnica zawodowa a panstwowa.

Wymienia przestanki legalnosci
przetwarzania danych. Wyjasnia zasade
privacy by design. Rozwiagzuje kazus
dotyczacy obowigzku informacyjnego.

Mapuje procesy przetwarzania danych
w firmie. Identyfikuje zbiory danych
wymagajace szczegoélnej ochrony.

Przygotowuje projekt klauzuli
informacyjnej. Wypetnia przyktadowy
Rejestr Czynnosci Przetwarzania (RCP).
Tworzy wzér upowaznienia do
przetwarzania danych.

Opisuje procedure kontroli UODO.
Wymienia roszczenia przystugujace
osobie, ktérej prawa naruszono

Metoda walidacji

Test teoretyczny

Test teoretyczny

Analiza dowodéw i deklaraciji

Analiza dowodéw i deklaraciji

Test teoretyczny



Efekty uczenia sie

Identyfikuje ryzyka prawne i finansowe
dla organizacji. Zna taryfikator kar
administracyjnych RODO. Rozréznia
odpowiedzialnos$¢ karng, cywilng i
dyscyplinarna.

Przeprowadza analize ryzyka dla
zasobow informacyjnych. Dobiera
$rodki techniczne i organizacyjne
(zabezpieczenia fizyczne, IT). Wdraza
Normy ISO/IEC 27001 w zakresie
bezpieczenstwa.

Planuje i przeprowadza audyt zgodnosci
z RODO/KRI. Weryfikuje skuteczno$é
zabezpieczen. Raportuje niezgodnosci i
rekomenduje dziatania naprawcze.

Definiuje role, zadania i pozycje 10D w
strukturze. Rozumie zasady
niezaleznosci Inspektora. Wspiera
administratora w realizacji obowigzkéw.

Konstruuje umowy powierzenia
przetwarzania danych. Weryfikuje
podmioty przetwarzajgce (procesoréw).
Nadzoruje transfery danych do panstw
trzecich.

Analizuje studia przypadkéw wyciekéw
danych (Data Breach). Identyfikuje

najczestsze btedy ludzkie i systemowe.
Wdraza procedury zgtaszania naruszen.

Kwalifikacje

Kompetencje

Kryteria weryfikacji

Analizuje przypadek naruszenia i
szacuje potencjalng kare. Wymienia
przestanki tagodzace wymiar kary
administracyjnej.

Dokonuje szacowania ryzyka prosta
metoda (np. macierz ryzyka). Proponuje
zabezpieczenia dla serwerowni i
archiwum.

Opracowuje liste kontrolng (checkliste)
do audytu. Sporzadza fragment raportu
z audytu wskazujacy uchybienia.

Wymienia zadania ustawowe 10D.
Symuluje rozmowe doradcza z
zarzadem firmy. Wskazuje sytuacje
konfliktu intereséw 10D.

Analizuje draft umowy powierzenia pod
katem wymogéw art. 28 RODO.
Wskazuje mechanizmy legalizujace
transfer danych poza EOG.

Omawia przyczyny realnego wycieku
danych (case study). Wypetnia
formularz zgtoszenia naruszenia do
UODO. Proponuje dziatania
zapobiegawcze na przysztos¢.

Metoda walidacji

Analiza dowodoéw i deklaraciji

Obserwacja w warunkach
symulowanych

Analiza dowodéw i deklaraciji

Wywiad swobodny

Analiza dowodéw i deklaraciji

Prezentacja

Ustuga prowadzi do nabycia kompetenciji.

Warunki uznania kompetencji
Pytanie 1. Czy dokument potwierdzajgcy uzyskanie kompetencji zawiera opis efektéw uczenia sie?
TAK

Pytanie 2. Czy dokument potwierdza, ze walidacja zostata przeprowadzona w oparciu o zdefiniowane w efektach
uczenia sie kryteria ich weryfikac;ji?

TAK



Pytanie 3. Czy dokument potwierdza zastosowanie rozwigzan zapewniajacych rozdzielenie proceséw ksztatcenia i
szkolenia od walidacji?

TAK

Program

Podstawy prawne dotyczace danych osobowych i informaciji niejawnych,
RODO,

Zarzadzanie danymi osobowymi,

Dokumentacja w zakresie danych osobowych,

Srodki ochrony prawne;j,

odpowiedzialnos¢ i sankcje,

Zarzadzanie bezpieczeristwem informacji,

Audytowanie proceséw bezpieczenstwa,

Inspektor Ochrony Danych Osobowych,

Przetwarzanie danych

Uchybienia i btedy w praktyce urzedéw i instytucji w zakresie ochrony informacji niejawnych i danych.
Czas trwania: 2 semestry. Umozliwiajg uzyskanie 30 punktéw ECTS.

taczna ilo$¢ godzin: 190 godzin dydaktycznych (godzina dydaktyczna trwa 45 minut). Zajecia na studiach prowadzone sa w formie ¢wiczen oraz
wyktadow.

Przerwy w zajeciach nie wliczaja sie do godzin dydaktycznych. Przerwe ustala i komunikuje wyktadowca.

Walidacja: stuchacz studiéw podyplomowych uzyskuje zaliczenie lub ocene po zakoriczeniu kazdego przedmiotu. Po zakonczeniu zajeé
dydaktycznych, uzyskaniu zaliczen z wszystkich przedmiotéw dopuszczany jest do egzaminu koricowego. Po pozytywnym zdaniu egzaminu
koncowego uzyskuje swiadectwo ukonczenia studiéw podyplomowych.

Harmonogram

Liczba przedmiotéw/zajec: 0

Przedmiot / temat Data realizacji Godzina Godzina
Prowadzacy

., . . ) . Liczba godzin
zajec zajec rozpoczecia zakoriczenia

Brak wynikéw.

Cennik

Cennik

Rodzaj ceny Cena



Koszt przypadajacy na 1 uczestnika brutto 3800,00 PLN

Koszt przypadajacy na 1 uczestnika netto 3800,00 PLN
Koszt osobogodziny brutto 20,00 PLN
Koszt osobogodziny netto 20,00 PLN

Prowadzacy

Liczba prowadzacych: 0

Brak wynikow.

Informacje dodatkowe

Informacje o materiatach dla uczestnikow ustugi

Kazdy student otrzyma:

¢ Konto pocztowe o pojemnosci 50Gb.

¢ Chmure OneDrive o pojemnosci 1Tb w ktorej moze przetrzymywaé dowolne pliki np. materiaty do zaje¢ czy rézne projekty.

¢ Dostep do aplikacji Word, Excel, Power Point w przegladarce - dzieki zastosowaniu Chmury OneDrive studenci moga wspdlnie
wykonywaé prace grupowa.

Warunki uczestnictwa

Wyksztatcenie wyzsze (co najmniej licencjat/inzynier)
- wymagane do podjecia studiéw podyplomowych.
Ztozenie kompletu wymaganych dokumentow,

e Formularz rekrutacyjny (dostepny w punkcie rekrutacyjnym - czyli dziekanacie PSW lub Internecie na stronie ww.psw.jaslo.pl),

¢ odpis dyplomu ukoriczenia studiéw wyzszych lub oryginalny dyplom. W przypadku ukofczenia uczelni wyzszej za granicag kandydat sktada
oryginat dyplomu oraz jego ttumaczenie na jezyk polski potwierdzony przez upowaznione instytucje, a takze dokument potwierdzajacy
nostryfikacje dyplomu lub zaswiadczenie o zwolnieniu z postepowania nostryfikacyjnego,

¢ dowdd wptaty czesnego i wpisowego

Optata za udziat w studiach
- zgodnie z cennikiem uczelni (z mozliwoscia dofinansowania z BUR, jesli uczestnik spetnia kryteria).

Aktywne uczestnictwo w zajeciach i zaliczenie koricowych form sprawdzajacych

Informacje dodatkowe

Program studiéw charakteryzuje sie unikalnym podziatem na dwa moduty: semestr pierwszy poswiecony jest Zarzadzaniu i ochronie
informacji niejawnych, a drugi Zarzadzaniu danymi osobowymi i bezpieczenstwu informacji. Taka struktura porzadkuje materiat i
pozwala na dogtebne poznanie najnowszych, efektywnych form ochrony informacji, bazujgcych na standardach polskich i zagranicznych.



Warunki techniczne

e Uczestnicy muszg posiadac¢ stabilne tacze internetowe o minimalnej predkosci 10 Mbps.

¢ Wymagany jest komputer, laptop, tablet lub smartfon z dostepem do kamery i mikrofonu.

e Zalecane jest korzystanie z najnowszej wersji przegladarki internetowej (np. Chrome, Firefox, Edge).

e Zajecia prowadzone s3 na platformie Teams

¢ Platforma e-learningowa zapewnia dostep do uczestnictwa w zajeciach na zywo oraz konsultacji z wyktadowcami.
* Wymagane jest przestrzeganie zasad etykiety online oraz aktywny udziat w zajeciach.

Kontakt

ﬁ E-mail mbaj@psw.jaslo.pl

Telefon (+48) 535754 014

MONIKA BAJ



