Mozliwo$¢ dofinansowania

“ Certyfikowany kurs Audytora 1 059,00 PLN brutto
PCC Wewnetrznego Systemu Zarzadzania 860,98 PLN netto

M Bezpieczenstwem Informacji wg ISO/IEC 117,67 PLN brutto/h
Cert 27001:2022 95,66 PLN netto/h

Numer ustugi 2025/12/01/25219/3184406

PCC - CERT Group
© zdalna w czasie rzeczywistym

Sp.zo.0.

& Ustuga szkoleniowa
Yk K Kk Kk 50/5

O 9h
2 oceny

£ 11.02.2026 do 12.02.2026

Informacje podstawowe

Kategoria Inne / Edukacja

Szkolenie ,Audytor Wewnetrzny ISO/IEC 27001" przeznaczone jest dla
0s06b, ktére chcg zdobyé lub rozwing¢ wiedze oraz praktyczne
kompetencje w zakresie audytowania Systemu Zarzadzania
Bezpieczernistwem Informacji (SZBI) zgodnego z wymaganiami normy
ISO/IEC 27001:2022. Kurs kierujemy w szczegoélnosci do:

e pracownikéw dziatéw IT, bezpieczenstwa informacji i compliance,

¢ kandydatow na audytoréw wewnetrznych SZBI,

e petnomocnikéw i os6b odpowiedzialnych za ochrone danych oraz
zarzadzanie ryzykiem informacyjnym,

Grupa docelowa ustugi ¢ specjalistéw nadzorujgcych procesy zwigzane z infrastrukturg IT,
dostepami, politykami i kontrolami bezpieczenstwa,

e 0s6b przygotowujgcych organizacje do wdrozenia lub doskonalenia
systemu ISO 27001,

e studentéw kierunkéw informatycznych, zarzadzania,
cyberbezpieczenstwa i kierunkéw pokrewnych, ktérzy chca zwiekszy¢
swoje kompetencje zawodowe,

e wszystkich zainteresowanych praktycznym poznaniem zasad
audytowania systemoéw bezpieczeristwa informacji.

Szkolenie nie wymaga wczesniejszego doswiadczenia

Minimalna liczba uczestnikéw 1

Maksymalna liczba uczestnikow 50

Data zakonczenia rekrutacji 10-02-2026

Forma prowadzenia ustugi zdalna w czasie rzeczywistym

Liczba godzin ustugi 9



Certyfikat PN-EN ISO/IEC 17021-1:2015-09 - w zakresie ustug

Podstawa uzyskania wpisu do BUR )
szkoleniowych

Cel

Cel edukacyjny

Ustuga przygotowuje do samodzielnego planowania, realizowania i dokumentowania audytéw wewnetrznych Systemu
Zarzadzania Bezpieczenstwem Informacji zgodnego z norma PN-EN ISO/IEC 27001:2022, obejmujac analize wymagan
normy i dokumentacji SZBI, ocene zgodnosci i skutecznosci zabezpieczen, weryfikacje zgodnosci z politykami
bezpieczenstwa oraz identyfikacje ryzyk i obszaréw do doskonalenia w obszarze bezpieczenstwa informaciji.

Efekty uczenia sie oraz kryteria weryfikacji ich osiaggniecia i Metody walidacji

Efekty uczenia sie

Uczestnik analizuje wymagania normy
PN-EN ISO/IEC 27001:2022 oraz
dokumentacje Systemu Zarzadzania
Bezpieczenstwem Informacji.

Uczestnik wyjasnia role i znaczenie
audytéw wewnetrznych w systemie
zarzadzania bezpieczenstwem
informaciji.

Uczestnik planuje i przygotowuje audyt
wewnetrzny Systemu Zarzadzania
Bezpieczenistwem Informacji zgodny z
ISO/IEC 27001.

Uczestnik realizuje audyt wewnetrzny
Systemu Zarzadzania
Bezpieczenstwem Informacji.

Uczestnik dokumentuje wyniki audytu
oraz formutuje wnioski poauditowe.

Kryteria weryfikacji

Uczestnik identyfikuje strukture i
kluczowe wymagania normy ISO/IEC
27001, interpretuje je w odniesieniu do
dokumentaciji SZBI oraz rozréznia
wymagania dotyczace planowania,
wdrozenia, utrzymania i doskonalenia
systemu zarzadzania bezpieczenstwem
informaciji.

Uczestnik omawia cele audytéw
wewnetrznych SZBI, wyjasnia ich
znaczenie dla nadzoru nad ryzykami i
incydentami bezpieczenstwa informacji
oraz wskazuje ich role w ocenie
skutecznosci zabezpieczen
technicznych i organizacyjnych.

Uczestnik opracowuje plan audytu,
okresla jego zakres, cele i kryteria oraz
przygotowuije liste pytan auditowych w
odniesieniu do wymagan normy i
dokumentac;ji organizaciji.

Uczestnik przeprowadza dziatania
auditowe zgodnie z planem, zbiera i
analizuje dowody auditowe oraz ocenia
zgodno$¢ systemu i skutecznosé
stosowanych zabezpieczen.

Uczestnik sporzadza raport z audytu,
identyfikuje niezgodnosci i obszary do
doskonalenia oraz proponuje dziatania
korygujace i doskonalace w Systemie
Zarzadzania Bezpieczenstwem
Informaciji.

Metoda walidacji

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny

Test teoretyczny

Test teoretyczny

Test teoretyczny



Kwalifikacje

Kompetencje
Ustuga prowadzi do nabycia kompetenciji.
Warunki uznania kompetencji

Pytanie 1. Czy dokument potwierdzajgcy uzyskanie kompetencji zawiera opis efektéw uczenia sie?
TAK

Pytanie 2. Czy dokument potwierdza, ze walidacja zostata przeprowadzona w oparciu o zdefiniowane w efektach
uczenia sie kryteria ich weryfikac;ji?

TAK

Pytanie 3. Czy dokument potwierdza zastosowanie rozwigzan zapewniajacych rozdzielenie proceséw ksztatcenia i
szkolenia od walidac;ji?

TAK

Program

Ramowy program ustugi

Audytor Wewnetrzny ISO/IEC 27001:2022 - System Zarzadzania Bezpieczernistwem Informacji

Informacje ogdlne (wymagane przez Regulamin BUR)

¢ Czas trwania: 2 dni

e taczny wymiar: 10 godzin dydaktycznych (1 godzina = 45 minut)

e Zajecia teoretyczne: 6 godzin dydaktycznych

¢ Zajecia praktyczne: 4 godziny dydaktyczne

¢ Forma realizacji: szkolenie zdalne (e-learning) z elementami warsztatowymi

» Warunki organizacyjne: kazdy uczestnik korzysta z samodzielnego stanowiska komputerowego z dostepem do Internetu oraz
platformy e-learningowej

e Przerwy: przerwy techniczne nie wliczajg sig do czasu trwania ustugi

Dzien 1 — 5 godzin dydaktycznych

Czes¢ teoretyczna

Sprawy organizacyjne i wprowadzenie do szkolenia

¢ rejestracja uczestnikow,
e omowienie celéw szkolenia oraz zasad organizacyjnych.

Wprowadzenie do bezpieczenstwa informacji

¢ podstawowe pojecia dotyczace bezpieczenstwa informaciji,
¢ zasady funkcjonowania Systemu Zarzgdzania Bezpieczeristwem Informacji,
¢ rola audytéw wewnetrznych w nadzorze nad SZBI.

Norma ISO/IEC 27001:2022 - struktura i wymagania

¢ struktura normy i podejscie oparte na ryzyku,
¢ kontekst organizacji i przywddztwo,
¢ planowanie SZBI oraz zarzgdzanie ryzykami.



Wymagania operacyjne i doskonalenie SZBI

e realizacja dziatan operacyjnych w SZB|,
e monitorowanie, pomiary i przeglady,
¢ ciggte doskonalenie systemu w kontekscie audytu.

Czesc praktyczna

Warsztaty praktyczne (platforma e-learningowa)

¢ identyfikacja aktywow informacyjnych i podstawowych zagrozen,
¢ analiza przyktadowej dokumentacji Systemu Zarzgdzania Bezpieczenstwem Informaciji,
¢ przygotowanie do audytu oraz identyfikacja zrédet dowodéw auditowych.

Dzien 2 — 5 godzin dydaktycznych

Czes¢ teoretyczna

Audytowanie Systemu Zarzadzania Bezpieczeristwem Informac;ji

e zasady, zakres i cele audytéw wewnetrznych SZBI,
e przeglady SZBI i dobre praktyki audytowe,
¢ audytowanie zabezpieczen z Zatgcznika A normy ISO/IEC 27001:2022 z odniesieniem do ISO/IEC 27002.

Planowanie audytu wewnetrznego SZBI

e przygotowanie programu i planu audytu,
e okreslanie kryteriéw, zakresu i celow audytu,
e przygotowanie pytan auditowych.

Czesc praktyczna
Warsztaty praktyczne (platforma e-learningowa)

e przygotowanie karty niezgodnosci,

e symulacja audytu wewnetrznego SZB|,
e analiza dowoddéw auditowych,

e raportowanie wynikéw audytu.

Walidacja efektéw uczenia sie (OBOWIAZKOWA W BUR)

Forma walidacji:
¢ test wiedzy koricowy z automatyczng oceng,

¢ zadanie praktyczne obejmujace symulacje audytu wewnetrznego, analize dokumentacji oraz ocene zgodnos$ci SZBI z wymaganiami
normy ISO/IEC 27001:2022.

Organizacja walidaciji:

Walidacja realizowana jest w koficowej czesci szkolenia i obejmuje weryfikacje wiedzy teoretycznej oraz umiejetnosci praktycznych
nabytych przez uczestnikéw, zgodnie z okreslonymi efektami uczenia sie i kryteriami weryfikacji.

Rezultat walidacji:

Uczestnik, ktory pozytywnie zaliczy walidacje, uzyskuje potwierdzenie przygotowania do samodzielnego planowania, realizowania i
dokumentowania audytéw wewnetrznych Systemu Zarzadzania Bezpieczenstwem Informacji zgodnego z norma ISO/IEC 27001:2022.



Harmonogram

Liczba przedmiotéw/zaje¢: 12

Przedmiot / temat Data realizacji Godzina Godzina . .
. Prowadzacy . . ; . Liczba godzin
zajeé zajeé rozpoczecia zakoriczenia
Sprawy
organizacyjne i Jarostaw
. o 11-02-2026 16:30 16:45 00:15
wprowadzenie do Wasinski
szkolenia
Wprowadzenie
Jarostaw
do o 11-02-2026 16:45 17:45 01:00
Wasinski

bezpieczenstwa
informacji i SZBI

Norma

ISO/IEC Larost
27001:2022 - arostaw 11-02-2026 17:45 18:45 01:00

Wasinski
struktura i 3

wymagania

Jarostaw
Przerwa e 11-02-2026 18:45 19:00 00:15
Wasinski

W .
ymaga.mla- Jarostaw
operacyjne i o 11-02-2026 19:00 19:45 00:45
. Wasinski
doskonalenie
SZBI

Warsztaty:
identyfikacja

aktywow, Jarostaw
zagrozen i Wasinski
dowodéw

auditowych

11-02-2026 19:45 21:00 01:15

Audytowanie
Jarostaw
SZBI - zasady, L 12-02-2026 16:30 17:30 01:00
i Wasinski
cele i dobre

praktyki

Audyt

zabezpieczen —

i Jarostaw
Zatgcznik A Wasinski 12-02-2026 17:30 18:30 01:00
ISO/IEC asinsil

27001:2022

Przerwa d:;:;*:l‘:l' 12-02-2026 18:30 18:45 00:15



Przedmiot / temat Data realizacji Godzina Godzina

. Prowadzacy o, X ; . Liczba godzin
zajeé zajeé rozpoczecia zakorczenia
Planowanie
Jarostaw
audytu o 12-02-2026 18:45 19:45 01:00
Wasinski
wewnetrznego
SZBI
Warsztaty:
niezgodnosci, Jarostaw
. o 12-02-2026 19:45 20:45 01:00
symulacja Wasinski
audytu,
raportowanie
Walidacja
efektéw uczenia
. Jarostaw
sie (test + o 12-02-2026 20:45 21:00 00:15
i Wasinski
zadanie
praktyczne)
Cennik
Rodzaj ceny Cena
Koszt przypadajacy na 1 uczestnika brutto 1 059,00 PLN
Koszt przypadajacy na 1 uczestnika netto 860,98 PLN
Koszt osobogodziny brutto 117,67 PLN
Koszt osobogodziny netto 95,66 PLN

Liczba prowadzacych: 1

1z1

O Jarostaw Wasinski

‘ ' Uzyskat tytut doktora nauk ekonomicznych w dyscyplinie nauk o zarzagdzaniu w Szkole Gtéwnej
Handlowej. Z normami ISO zwigzany od wielu lat nie tylko jako audytor. Swoje doswiadczenie
zdobywat jako konsultant i wdrozeniowiec systemow zarzadzania m.in. w uczelniach, laboratoriach
badawczych, a takze w ramach restrukturyzacji zaktadéw przemystowych przy uwzglednieniu
nowych technologii. Posiada kompetencje audytora wiodgcego systemow zarzgdzania ISO 9001,



ISO 17025, 1ISO 27001 oraz ISO 22000/HACCP. Niezwykle ceniony za wiedze, wysokie kompetencje i
doswiadczenie.

Informacje dodatkowe

Informacje o materiatach dla uczestnikow ustugi

Materiaty szkoleniowe — Audytor Wewnetrzny ISO/IEC 27001

Uczestnik szkolenia na audytora wewnetrznego ISO/IEC 27001 otrzymuje zestaw praktycznych materiatéw, ktére wspieraja zaréwno
proces nauki, jak i péZniejsza prace audytowag w obszarze bezpieczeristwa informacji. Pakiet zostat przygotowany tak, aby utatwi¢
samodzielne prowadzenie audytéw systemu SZBI po zakorczeniu szkolenia. W sktad materiatéw wchodza m.in.:

1. Podstawowe materiaty dydaktyczne

Obejmuja omdwienie kluczowych wymagan normy ISO/IEC 27001:2022, zasady funkcjonowania Systemu Zarzadzania Bezpieczeristwem
Informacji oraz role i odpowiedzialnos$ci audytora wewnetrznego.

2. Wzory dokumentow audytowych
Uczestnik otrzymuje komplet praktycznych szablonéw, takich jak:

e karta niezgodnosci,

e formularze raportéw z audytu,

e arkusze pytan kontrolnych,

¢ przyktadowe listy sprawdzajace dotyczace zarzgdzania ryzykiem oraz kontroli z Zatgcznika A.

Materiaty te wspierajg profesjonalne dokumentowanie ustalen i wynikéw audytu SZBI.
3. Przyktady i éwiczenia praktyczne
Zawierajg realistyczne scenariusze audytowe z obszaru bezpieczenstwa informac;ji:

e analizy ryzyka,

¢ incydentéw bezpieczenstwa,

e przegladu zabezpieczen technicznych i organizacyjnych,
e studia przypadkow,

¢ testy wiedzy i mikro-sceny audytowe.

Dzieki nim uczestnik moze przeéwiczyé podejmowanie decyzji audytora w warunkach zblizonych do rzeczywistych.
4. Dokumenty systemowe SZBI
Uczestnik otrzymuje przyktadowe dokumenty systemowe, m.in.:

¢ polityke bezpieczenstwa informacji,

e rejestrryzyk,

¢ deklaracje stosowania,

e procedury reagowania na incydenty,

e wzory zapisow dotyczacych dostepow, nadzoru i monitorowania.

Pozwalajg one zobaczy¢, jak wyglada poprawnie zbudowany system SZBI w praktyce.

Materiaty te maja na celu przygotowaé uczestnika do samodzielnego i poprawnego przeprowadzania audytéw wewnetrznych zgodnie z
norma ISO/IEC 27001 oraz zasadami profesjonalnej praktyki audytorskiej.

Warunki techniczne

Webinar prowadzony bedzie za posrednictwem platformy YouTube oraz platformy szkoleniowej https://auditor.planeta.edu.pl/.



Uczestnik powinien posiadac:

¢ urzadzenie z dostepem do internetu (komputer, laptop, tablet lub smartfon),
e stabilne potaczenie internetowe,

 aktywne konto Google/YouTube (w celu zalogowania sie na webinar),

¢ dostep do platformy szkoleniowej https://auditor.planeta.edu.pl/,

 aktualng wersje przegladarki internetowej (np. Chrome, Firefox, Edge, Safari).

Kontakt

ﬁ E-mail szkolenia@pcc-cert.pl

Telefon (+48) 730792 671

Patryk Wotoszyn



