Mozliwos$¢ dofinansowania

Podstawy cyberbezpieczenstwa w sieci - 1 080,00 PLN brutto

kurs z certyfikatem i zaswiadczeniem 1080,00PLN netto
\ MEN. Szkolenie zdalne w czasie 90,00 PLN brutto/h
CHMURA.AI rzeczyWiStym. 90,00 PLN netto/h

Numer ustugi 2025/10/28/142107/3110139 196,00 PLN  cena rynkowa @

SKUTECZNE MEDIA
SPOLKA Z
OGRANICZONA
ODPOWIEDZIALNOS

clA & Ustuga szkoleniowa
dhKkkKk 47/5 (@ q2h

153 oceny £ 23.06.2026 do 26.06.2026

© zdalna w czasie rzeczywistym

Informacje podstawowe

Kategoria Informatyka i telekomunikacja / Bezpieczenstwo IT

Grupa docelowa

Kurs skierowany do uczestnikéw projektu Kierunek-Rozw6j, Matopolski
Pociag do Kariery, Nowy start w Matopolsce z EURESEM, Zawodowa
Reaktywacja, Zachodniopomorskie Bony Szkoleniowe, Matopolskie Bony
Szkoleniowe, Ustuga rozwojowa adresowana rowniez dla Uczestnikow
projektu Zachodniopomorskie Bony Szkoleniowe i inne.

Grupa docelowa ustugi
Szkolenie jest skierowane do os6b dorostych, ktére na co dzien korzystaja

z internetu, poczty elektronicznej, bankowosci online, mediéw
spotecznosciowych lub pracuja zdalnie. Adresatami sg w szczegdlnosci
pracownicy biurowi, administracji publicznej, sektora edukacji, mikro-,
matych i $rednich przedsiebiorstw oraz osoby samozatrudnione, ktére
chca zwiekszy¢ swoje bezpieczenstwo cyfrowe i zdoby¢ praktyczne
umiejetnosci ochrony danych, urzadzen oraz kont uzytkownika w sieci.

Minimalna liczba uczestnikéw 5

Maksymalna liczba uczestnikow 25

Data zakonczenia rekrutacji 22-06-2026

Forma prowadzenia ustugi zdalna w czasie rzeczywistym
Liczba godzin ustugi 12

Certyfikat systemu zarzgdzania jakoscig wg. ISO 9001:2015 (PN-EN ISO

Podstawa uzyskania wpisu do BUR
y P 9001:2015) - w zakresie ustug szkoleniowych



Cel

Cel edukacyjny

Celem szkolenia jest przygotowanie uczestnikéw do bezpiecznego korzystania z internetu, urzadzen i ustug online

poprzez poznanie zagrozen cybernetycznych oraz zasad ochrony danych i prywatnosci.

Uczestnicy nauczg sie rozpoznawac typowe ataki, chronié¢ swoje konta i urzadzenia, zabezpiecza¢ dane w chmurze,
stosowaé bezpieczne logowanie i ptatnosci online oraz zachowywacé ostrozno$é w mediach spotecznosciowych i

sieciach publicznych.

Efekty uczenia sie oraz kryteria weryfikacji ich osiaggniecia i Metody walidacji

Efekty uczenia sie Kryteria weryfikacji

- Wskazuje przyktady zagrozen i form

. N atakéw
Rozpoznaje podstawowe pojecia P L N
. X , . - Rozréznia pojecia: phishing, malware,
zwigzane z cyberbezpieczeristwem i
L ransomware
zagrozeniami w sieci . . .
9 - Wybiera poprawne dziatania
prewencyjne

- Rozpoznaje silne hasta

. . - Wskazuje zastosowanie menedzeréw
Zna zasady bezpiecznego logowania i

ochrony kont uzytkownika

haset
- Okresla funkcje uwierzytelniania
dwusktadnikowego (2FA)

- Wskazuje role aktualizacji, antywirusa,
firewalla, VPN

- Okresla zasady tworzenia kopii
zapasowych (3-2-1)

- Wybiera bezpieczne rozwigzania
chmurowe

Zna metody ochrony urzadzen i danych

- Rozréznia dane publiczne i prywatne

- Wskazuje sposoby ograniczania sladu
cyfrowego

- Wybiera bezpieczne ustawienia konta

Rozumie zasady ochrony prywatnosci i
bezpiecznego korzystania z mediéw
spotecznosciowych

- Wskazuje zagrozenia zwigzane z Wi-Fi

Zna zasady bezpiecznego korzystania z
internetu, ptatnosci online i sieci
publicznych

publicznym
- Rozpoznaje elementy bezpiecznej
strony i transakgc;ji

- Wskazuje dobre praktyki pracy zdalnej

Kwalifikacje

Kompetencje

Ustuga prowadzi do nabycia kompetenciji.

Warunki uznania kompetencji

Metoda walidacji

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie



Pytanie 1. Czy dokument potwierdzajgcy uzyskanie kompetencji zawiera opis efektéw uczenia sie?
TAK

Pytanie 2. Czy dokument potwierdza, ze walidacja zostata przeprowadzona w oparciu o zdefiniowane w efektach
uczenia sie kryteria ich weryfikac;ji?

TAK

Pytanie 3. Czy dokument potwierdza zastosowanie rozwigzan zapewniajacych rozdzielenie proceséw ksztatcenia i
szkolenia od walidac;ji?

TAK

Program

Modut 1. Wprowadzenie do cyberbezpieczenstwa i bezpieczne logowanie (3h)
Prowadzgacy: Kuba Trojanowski
Data i godzina: 23.06.2026 15.00-18.00

1. Podstawowe pojecia i najczestsze zagrozenia w sieci.
2. Jak dziata atak i jakie niesie konsekwencje — przyktady z zycia.
3. Bezpieczne logowanie: hasta, menedzery haset, uwierzytelnianie dwusktadnikowe (2FA).

Modut 2. Ochrona urzadzen i danych (3h)
Prowadzgacy: Kuba Trojanowski
Data i godzina: 24.06.2026 14.00-17.00

1. Aktualizacje systeméw i aplikacji jako podstawowa ochrona.
2. Antywirus, firewall, VPN — kiedy i jak stosowac.
3. Kopie zapasowe (zasada 3-2-1) i bezpieczne przechowywanie danych w chmurze.

Modut 3. Prywatnos$¢ w sieci i media spotecznosciowe (3h)
Prowadzacy: Kuba Trojanowski
Data i godzina: 25.06.2026 15.00-18.00

1. Slad cyfrowy — jak powstaje i jak go ograniczy¢.
2. Zagrozenia i dobre praktyki w social media.

Modut 4. Bezpieczne korzystanie z internetu (2h)
Prowadzacy: Kuba Trojanowski
Data i godzina: 26.06.2026 15.00-18.00

1. Publiczne Wi-Fi — zagrozenia i sposoby ochrony.
2. Bezpieczne ptatnosci online i bankowos$¢ elektroniczna.
3. Cyberbezpieczenstwo w pracy zdalnej i w domu.

Test teoretyczny z wynikiem generowanym automatycznie (1h)
Prowadzacy: Wojciech Rafa
Data i godzina: 26.06.2026 17.00-18.00

Szkolenie realizowane jest w formule zdalnej w czasie rzeczywistym. Uczestnicy pracujg na wtasnym sprzecie z dostepem do internetu — nie sg
wymagane specjalistyczne stanowiska pracy. Obejmuje ono réznorodne formy pracy, takie jak: ¢wiczenia praktyczne, rozmowy na zywo, chaty
grupowe, wspotdzielenie ekranu. Te elementy zapewniajg aktywny udziat uczestnikéw oraz umozliwiajg lepsze przyswojenie materiatu.



Walidacja kompetencji odbywa sie poprzez test z automatyczna ocena, przeprowadzany na platformie
kursanta: https://kursy.digiversum.pl/next/public/login

Szkolenie realizowane jest zdalnie w czasie rzeczywistym z wykorzystaniem platformy ClickMeeting, w godzinach popotudniowych, w dniach
24-27 lutego 2026.

Zajecia prowadzone sg w formule synchronicznej (uczestnicy i prowadzacy obecni online w tym samym czasie), z wykorzystaniem:

e C¢wiczen praktycznych

¢ konwersacji na zywo i czatu grupowego,

e wspotdzielenia ekranu,

¢ oraz walidacji w postaci testu wiedzy z automatyczng ocena.

Szkolenie ma charakter interaktywny, oparty na wspétpracy i praktycznym zastosowaniu zdobywanej wiedzy w czasie rzeczywistym.

Ustuga jest prowadzona w godzinach zegarowych (60 minut), nie sg uwzglednione przerwy w szkoleniu.

Harmonogram

Liczba przedmiotow/zajeé: 5

Przedmiot / temat Data realizacji Godzina Godzina
Prowadzacy

L. L, . ) . Liczba godzin
zajeé zajeé rozpoczecia zakonczenia

Wprowadzenie

do

cyberbezpieczen

stwa i

bezpieczne KUBA 23-06-2026 15:00 18:00 03:00
) TROJANOWSKI

logowanie -

rozmowa na

Zywo,

wspoétdzielenie

ekranu

Ochrona
urzadzen i
danych -
KUBA
rozmowa na 24-06-2026 14:.00 17:00 03:00
K TROJANOWSKI
Zywo,
wspotdzielenie
ekranu

Prywatnosé
w sieci i media
spotecznos$ciowe
KUBA
- rozmowa na 25-06-2026 15:00 18:00 03:00
. TROJANOWSKI
Zywo,
wspoétdzielenie
ekranu



Przedmiot / temat
zajec

Bezpieczne
korzystanie z

internetu -
rozmowa na
Zywo,
wspotdzielenie
ekranu

Test

teoretyczny z
wynikiem
generowanym
automatycznie

Cennik

Cennik

Rodzaj ceny

Data realizacji Godzina Godzina . .
Prowadzacy L . ; . Liczba godzin
zajeé rozpoczecia zakonczenia

KUBA

TROJANOWSKI 26-06-2026 15:00 17:00 02:00

- 26-06-2026 17:00 18:00 01:00

Cena

Koszt przypadajacy na 1 uczestnika brutto 1 080,00 PLN

Koszt przypadajacy na 1 uczestnika netto 1080,00 PLN

Koszt osobogodziny brutto 90,00 PLN

Koszt osobogodziny netto 90,00 PLN

Prowadzacy

Liczba prowadzacych: 1

121

KUBA TROJANOWSKI

Kuba Trojanowski to specjalista w dziedzinie cyberbezpieczenstwa wspottworca agencji Skuteczne
Media tworzy innowacyjne systemy w obszarach edukacji. Absolwent kierunkéw:
Cyberbezpieczenstwo, Sztuczna Inteligencja, Zarzagdzanie Palcéwkami Pedagogicznymi. Jego kursy
skupiaja sie na praktycznych rozwigzaniach i realnych wyzwaniach, pomagajac uczestnikom
rozwija¢ kluczowe kompetencje cyfrowe. (W opisie zostaty uwzglednione kompetencje nie starsze
niz 5 lat) kuba@chmura.ai



Informacje dodatkowe

Informacje o materiatach dla uczestnikéw ustugi

Kurs realizowany w formule warsztatowej z duzym naciskiem na éwiczenia praktyczne.

Kazdy uczestnik wykonuje wtasne projekty graficzne, ktére moga by¢ od razu wykorzystane w pracy zawodowe;.

Uczestnicy otrzymujg materiaty szkoleniowe w formie elektronicznej (checklisty, instrukcje krok po kroku, zestaw polecanych narzedzi Al).
Szkolenie konczy sie testem online z automatycznym wynikiem oraz wymaga obecno$ci na minimum 80% zaje¢.

Po ukoriczeniu kursu wydawany jest certyfikat MEN w zakresie uzyskania kompetencji ogélnych.

Informacje dodatkowe

Kurs skierowany do uczestnikéw projektu Kierunek-Rozwoj, Matopolski Pociag do Kariery, Nowy start w Matopolsce z EURESEM,
Zawodowa Reaktywacja, Zachodniopomorskie Bony Szkoleniowe, Matopolskie Bony Szkoleniowe, Ustuga rozwojowa adresowana
rowniez dla Uczestnikow projektu Zachodniopomorskie Bony Szkoleniowe i inne.

Zawarto umowe z WUP w Toruniu w ramach Projektu Kierunek — Rozwdj
Aktualna umowa zawarta z Wojewddzkim Urzedem Pracy w Krakowie.
Aktualna umowa zawarta z Wojewddzkim Urzedem Pracy w Szczecinie

Zawarto umowe z Wojewoédzkim Urzedem Pracy w Szczecinie na $wiadczenie ustug rozwojowych z wykorzystaniem elektronicznych
bonéw szkoleniowych w ramach projektu Zachodniopomorskie Bony Szkoleniowe

Ustuga jest zwolniona z VAT. Zwolnienie ze wzgledu na rodzaj prowadzonej dziatalnosci (art. 43 ust 1 ustawy o VAT)

Warunki techniczne

Warunki uczestnictwa (techniczne):

¢ dostep do komputera lub laptopa z aktualng przegladarka internetowa,
* stabilne tacze internetowe (min. 10 Mb/s),

e stuchawki i mikrofon w przypadku szkolenia online,

e podstawowa znajomo$¢ obstugi komputera i Internetu.

Kontakt

Lilianna Trojanowska

E-mail sekretariat@chmura.ai
Telefon (+48) 451 530 215




